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website or through transmittal to the 
Commission. 

(b) Broadband internet access service 
is a mass-market retail service by wire 
or radio that provides the capability to 
transmit data to and receive data from 
all or substantially all internet 
endpoints, including any capabilities 
that are incidental to and enable the 
operation of the communications serv-
ice, but excluding dial-up internet ac-
cess service. This term also encom-
passes any service that the Commis-
sion finds to be providing a functional 
equivalent of the service described in 
the previous sentence or that is used to 
evade the protections set forth in this 
part. 

(c) A network management practice 
is reasonable if it is appropriate and 
tailored to achieving a legitimate net-
work management purpose, taking into 
account the particular network archi-
tecture and technology of the 
broadband internet access service. 

[83 FR 7922, Feb. 22, 2018] 

PART 9—911 REQUIREMENTS 

Subpart A—Purpose and Definitions 

Sec. 
9.1 Purpose. 
9.2 [Reserved] 
9.3 Definitions. 

Subpart B—Telecommunications Carriers 

9.4 Obligation to transmit 911 calls. 
9.5 Transition to 911 as the universal emer-

gency telephone number. 
9.6 Obligation for providing a permissive di-

aling period. 
9.7 Obligation for providing an intercept 

message. 
9.8 Obligation of fixed telephony providers 

to convey dispatchable location. 

Subpart C—Commercial Mobile Radio 
Service 

9.9 Definitions. 
9.10 911 Service. 

Subpart D—Interconnected Voice over 
Internet Protocol Services 

9.11 E911 Service. 
9.12 Access to 911 and E911 service capabili-

ties. 

Subpart E—Telecommunications Relay 
Services for Persons With Disabilities 

9.13 Jurisdiction. 
9.14 Emergency calling requirements. 

Subpart F—Multi-Line Telephone Systems 

9.15 Applicability. 
9.16 General obligations—direct 911 dialing, 

notification, and dispatchable location. 
9.17 Enforcement, compliance date, State 

law. 

Subpart G—Mobile-Satellite Service 

9.18 Emergency Call Center service. 

Subpart H—Resiliency, Redundancy, and 
Reliability of 911 Communications 

9.19 Reliability of covered 911 service pro-
viders. 

9.20 Backup power obligations. 

AUTHORITY: 47 U.S.C. 151–154, 152(a), 155(c), 
157, 160, 201, 202, 208, 210, 214, 218, 219, 222, 225, 
251(e), 255, 301, 302, 303, 307, 308, 309, 310, 316, 
319, 332, 403, 405, 605, 610, 615, 615 note, 615a, 
615b, 615c, 615a–1, 616, 620, 621, 623, 623 note, 
721, and 1471, unless otherwise noted. 

SOURCE: 84 FR 66760, Dec. 5, 2019, unless 
otherwise noted. 

Subpart A—Purpose and 
Definitions 

§ 9.1 Purpose. 
The purpose of this part is to set 

forth the 911 and E911 service require-
ments and conditions applicable to 
telecommunications carriers (subpart 
B); commercial mobile radio service 
(CMRS) providers (subpart C); inter-
connected Voice over Internet Protocol 
(VoIP) providers (subpart D); providers 
of telecommunications relay services 
(TRS) for persons with disabilities 
(subpart E); multi-line telephone sys-
tems (MLTS) (subpart F); and Mobile- 
Satellite Service (MSS) providers (sub-
part G). The rules in this part also in-
clude requirements to help ensure the 
resiliency, redundancy, and reliability 
of communications systems, particu-
larly 911 and E911 networks and/or sys-
tems (subpart H). 

§ 9.2 [Reserved] 

§ 9.3 Definitions. 
Terms with definitions including the 

‘‘(RR)’’ designation are defined in the 
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same way in § 2.1 of this chapter and in 
the Radio Regulations of the Inter-
national Telecommunication Union. 

911 calls. Any call initiated by an end 
user by dialing 911 for the purpose of 
accessing an emergency service pro-
vider. For wireless carriers, all 911 calls 
include those they are required to 
transmit pursuant to subpart C of this 
part. 

Alternative location information. Loca-
tion information (which may be coordi-
nate-based) sufficient to identify the 
caller’s civic address and approximate 
in-building location, including floor 
level, in large buildings. 

Appropriate local emergency authority. 
An emergency answering point that 
has not been officially designated as a 
Public Safety Answering Point (PSAP), 
but has the capability of receiving 911 
calls and either dispatching emergency 
services personnel or, if necessary, re-
laying the call to another emergency 
service provider. An appropriate local 
emergency authority may include, but 
is not limited to, an existing local law 
enforcement authority, such as the po-
lice, county sheriff, local emergency 
medical services provider, or fire de-
partment. 

Automated dispatchable location. Auto-
matic generation of dispatchable loca-
tion. 

Automatic Location Information (ALI). 
Information transmitted while pro-
viding E911 service that permits emer-
gency service providers to identify the 
geographic location of the calling 
party. 

Automatic Number Identification (ANI). 
For 911 systems, the Automatic Num-
ber Identification (ANI) identifies the 
calling party and may be used as the 
callback number. 

Commercial mobile radio service 
(CMRS). A mobile service that is: 

(1)(i) Provided for profit, i.e., with the 
intent of receiving compensation or 
monetary gain; 

(ii) An interconnected service; and 
(iii) Available to the public, or to 

such classes of eligible users as to be 
effectively available to a substantial 
portion of the public; or 

(2) The functional equivalent of such 
a mobile service described in paragraph 
(1) of this definition. 

(3) A variety of factors may be evalu-
ated to make a determination whether 
the mobile service in question is the 
functional equivalent of a commercial 
mobile radio service, including: Con-
sumer demand for the service to deter-
mine whether the service is closely 
substitutable for a commercial mobile 
radio service; whether changes in price 
for the service under examination, or 
for the comparable commercial mobile 
radio service, would prompt customers 
to change from one service to the 
other; and market research informa-
tion identifying the targeted market 
for the service under review. 

(4) Unlicensed radio frequency de-
vices under part 15 of this chapter are 
excluded from this definition of Com-
mercial mobile radio service. 

Common carrier or carrier. Any com-
mon carrier engaged in interstate Com-
munication by wire or radio as defined 
in section 3(h) of the Communications 
Act of 1934, as amended (the Act), and 
any common carrier engaged in intra-
state communication by wire or radio, 
notwithstanding sections 2(b) and 
221(b) of the Act. Communications as-
sistant (CA). A person who 
transliterates or interprets conversa-
tion between two or more end users of 
TRS. 

Configured. The settings or configura-
tions for a particular MLTS installa-
tion have been implemented so that 
the MLTS is fully capable when in-
stalled of dialing 911 directly and pro-
viding MLTS notification as required 
under the statute and rules. This does 
not preclude the inclusion of additional 
dialing patterns to reach 911. However, 
if the system is configured with these 
additional dialing patterns, they must 
be in addition to the default direct di-
aling pattern. 

Designated PSAP. The Public Safety 
Answering Point (PSAP) designated by 
the local or state entity that has the 
authority and responsibility to des-
ignate the PSAP to receive wireless 911 
calls. 

Dispatchable location. A location de-
livered to the PSAP with a 911 call 
that consists of the validated street ad-
dress of the calling party, plus addi-
tional information such as suite, apart-
ment or similar information necessary 
to adequately identify the location of 
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the calling party, except for Commer-
cial Mobile Radio Service providers, 
which shall convey the location infor-
mation required by subpart C of this 
part. 

Earth station. A station located either 
on the Earth’s surface or within the 
major portion of the Earth’s atmos-
phere intended for communication: 

(1) With one or more space stations; 
or 

(2) With one or more stations of the 
same kind by means of one or more re-
flecting satellites or other objects in 
space. (RR) 

Emergency Call Center. A facility that 
subscribers of satellite commercial mo-
bile radio services call when in need of 
emergency assistance by dialing ‘‘911’’ 
on their mobile earth station termi-
nals. 

Feeder link. A radio link from a fixed 
earth station at a given location to a 
space station, or vice versa, conveying 
information for a space 
radiocommunication service other 
than the Fixed-Satellite Service. The 
given location may be at a specified 
fixed point or at any fixed point within 
specified areas. (RR) 

Fixed-Satellite Service (FSS). A 
radiocommunication service between 
earth stations at given positions, when 
one or more satellites are used; the 
given position may be a specified fixed 
point or any fixed point within speci-
fied areas; in some cases this service 
includes satellite-to-satellite links, 
which may also be operated in the 
inter-satellite service; the Fixed-Sat-
ellite Service may also include feeder 
links of other space 
radiocommunication services. (RR) 

Handset-based location technology. A 
method of providing the location of 
wireless 911 callers that requires the 
use of special location-determining 
hardware and/or software in a portable 
or mobile phone. Handset-based loca-
tion technology may also employ addi-
tional location-determining hardware 
and/or software in the CMRS network 
and/or another fixed infrastructure. 

iTRS access technology. Any equip-
ment, software, or other technology 
issued, leased, or provided by an inter-
net-based TRS provider that can be 
used to make and receive an internet- 
based TRS call. 

Improvement to the hardware or soft-
ware of the system. An improvement to 
the hardware or software of the MLTS, 
including upgrades to the core systems 
of the MLTS, as well as substantial up-
grades to the software and any soft-
ware upgrades requiring a significant 
purchase. 

Interconnected VoIP service. (1) An 
interconnected Voice over Internet 
Protocol (VoIP) service is a service 
that: 

(i) Enables real-time, two-way voice 
communications; 

(ii) Requires a broadband connection 
from the user’s location; 

(iii) Requires internet protocol-com-
patible customer premises equipment 
(CPE); and 

(iv) Permits users generally to re-
ceive calls that originate on the public 
switched telephone network and to ter-
minate calls to the public switched 
telephone network. 

(2) Notwithstanding the foregoing, 
solely for purposes of compliance with 
the Commission’s 911 obligations, an 
interconnected VoIP service includes a 
service that fulfills each of paragraphs 
(1)(i) through (iii) of this definition and 
permits users generally to terminate 
calls to the public switched telephone 
network. 

Internet-based TRS (iTRS). A tele-
communications relay service (TRS) in 
which an individual with a hearing or a 
speech disability connects to a TRS 
communications assistant using an 
Internet Protocol-enabled device via 
the internet, rather than the public 
switched telephone network. Except as 
authorized or required by the Commis-
sion, internet-based TRS does not in-
clude the use of a text telephone (TTY) 
or RTT over an interconnected voice 
over Internet Protocol service. 

Internet Protocol Captioned Telephone 
Service (IP CTS). A telecommunications 
relay service that permits an indi-
vidual who can speak but who has dif-
ficulty hearing over the telephone to 
use a telephone and an Internet Pro-
tocol-enabled device via the internet to 
simultaneously listen to the other 
party and read captions of what the 
other party is saying. With IP CTS, the 
connection carrying the captions be-
tween the relay service provider and 
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the relay service user is via the inter-
net, rather than the public switched 
telephone network. 

Internet Protocol Relay Service (IP 
Relay). A telecommunications relay 
service that permits an individual with 
a hearing or a speech disability to com-
municate in text using an Internet 
Protocol-enabled device via the inter-
net, rather than using a text telephone 
(TTY) and the public switched tele-
phone network. 

Location-capable handsets. Portable or 
mobile phones that contain special lo-
cation-determining hardware and/or 
software, which is used by a licensee to 
locate 911 calls. 

MLTS notification. An MLTS feature 
that can send notice to a central loca-
tion at the facility where the system is 
installed or to another person or orga-
nization regardless of location. Exam-
ples of notification include conspicuous 
on-screen messages with audible 
alarms for security desk computers 
using a client application, text mes-
sages for smartphones, and email for 
administrators. Notification shall in-
clude, at a minimum, the following in-
formation: 

(1) The fact that a 911 call has been 
made; 

(2) A valid callback number; and 
(3) The information about the caller’s 

location that the MLTS conveys to the 
public safety answering point (PSAP) 
with the call to 911; provided, however, 
that the notification does not have to 
include a callback number or location 
information if it is technically infeasi-
ble to provide this information. 

Mobile Earth Station. An earth station 
in the Mobile-Satellite Service in-
tended to be used while in motion or 
during halts at unspecified points. (RR) 

Mobile-Satellite Service (MSS). (1) A 
radiocommunication service: 

(i) Between mobile earth stations and 
one or more space stations, or between 
space stations used by this service; or 

(ii) Between mobile earth stations, 
by means of one or more space sta-
tions. 

(2) This service may also include 
feeder links necessary for its operation. 
(RR) 

Mobile service. A radio communica-
tion service carried on between mobile 
stations or receivers and land stations, 

and by mobile stations communicating 
among themselves, and includes: 

(1) Both one-way and two-way radio 
communications services; 

(2) A mobile service which provides a 
regularly interacting group of base, 
mobile, portable, and associated con-
trol and relay stations (whether li-
censed on an individual, cooperative, or 
multiple basis) for private one-way or 
two-way land mobile radio communica-
tions by eligible users over designated 
areas of operation; and 

(3) Any service for which a license is 
required in a personal communications 
service under part 24 of this chapter. 

Network-based location technology. A 
method of providing the location of 
wireless 911 callers that employs hard-
ware and/or software in the CMRS net-
work and/or another fixed infrastruc-
ture, and does not require the use of 
special location-determining hardware 
and/or software in the caller’s portable 
or mobile phone. 

Multi-line telephone system or MLTS. A 
system comprised of common control 
units, telephone sets, control hardware 
and software and adjunct systems, in-
cluding network and premises based 
systems, such as Centrex and VoIP, as 
well as PBX, Hybrid, and Key Tele-
phone Systems (as classified by the 
Commission under part 68 of title 47, 
Code of Federal Regulations), and in-
cludes systems owned or leased by gov-
ernmental agencies and non-profit en-
tities, as well as for profit businesses. 

Non-English language relay service. A 
telecommunications relay service that 
allows persons with hearing or speech 
disabilities who use languages other 
than English to communicate with 
voice telephone users in a shared lan-
guage other than English, through a 
CA who is fluent in that language. 

On-premises. In the context of a 
multi-line telephone system, within 
the fixed property (e.g. building(s), fa-
cilities, or campus) and under the oper-
ational control of a single administra-
tive authority. 

Person engaged in the business of in-
stalling an MLTS. A person that 
configures the MLTS or performs other 
tasks involved in getting the system 
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ready to operate. These tasks may in-
clude, but are not limited to, estab-
lishing the dialing pattern for emer-
gency calls, determining how calls will 
route to the Public Switched Tele-
phone Network (PSTN), and deter-
mining where the MLTS will interface 
with the PSTN. These tasks are per-
formed when the system is initially in-
stalled, but they may also be per-
formed on a more or less regular basis 
by the MLTS operator as the commu-
nications needs of the enterprise 
change. The MLTS installer may be 
the MLTS manager or a third party 
acting on behalf of the manager. 

Person engaged in the business of man-
aging an MLTS. The entity that is re-
sponsible for controlling and over-
seeing implementation of the MLTS 
after installation. These responsibil-
ities include determining how lines 
should be distributed (including the 
adding or moving of lines), assigning 
and reassigning telephone numbers, 
and ongoing network configuration. 

Person engaged in the business of man-
ufacturing, importing, selling, or leasing 
an MLTS. A person that manufactures, 
imports, sells, or leases an MLTS. 

Person engaged in the business of oper-
ating an MLTS. A person responsible for 
the day-to-day operations of the 
MLTS. 

Pre-configured. An MLTS that comes 
equipped with hardware and/or soft-
ware capable of establishing a setting 
that enables users to directly dial 911 
as soon as the system is able to initiate 
calls to the public switched telephone 
network, so long as the MLTS is in-
stalled and operated properly. This 
does not preclude the inclusion of addi-
tional dialing patterns to reach 911. 
However, if the system is configured 
with these additional dialing patterns, 
they must be in addition to the default 
direct dialing pattern. 

Private mobile radio service. A mobile 
service that meets neither the para-
graph (1) nor paragraph (2) in the defi-
nition of commercial mobile radio service 
in this section. A mobile service that 
does not meet paragraph (1) in the defi-
nition of commercial mobile radio service 
in this section is presumed to be a pri-
vate mobile radio service. Private mo-
bile radio service includes the fol-
lowing: 

(1) Not-for-profit land mobile radio 
and paging services that serve the li-
censee’s internal communications 
needs as defined in part 90 of this chap-
ter. Shared-use, cost-sharing, or coop-
erative arrangements, multiple li-
censed systems that use third party 
managers or users combining resources 
to meet compatible needs for special-
ized internal communications facilities 
in compliance with the safeguards of 
§ 90.179 of this chapter are presump-
tively private mobile radio services; 

(2) Mobile radio service offered to re-
stricted classes of eligible users. This 
includes entities eligible in the Public 
Safety Radio Pool and Radiolocation 
service. 

(3) 220–222 MHz land mobile service 
and Automatic Vehicle Monitoring sys-
tems (part 90 of this chapter) that do 
not offer interconnected service or that 
are not-for-profit; and 

(4) Personal Radio Services under 
part 95 of this chapter (General Mobile 
Services, Radio Control Radio Serv-
ices, and Citizens Band Radio Serv-
ices); Maritime Service Stations (ex-
cluding Public Coast stations) (part 80 
of this chapter); and Aviation Service 
Stations (part 87 of this chapter). 

Pseudo Automatic Number Identifica-
tion (Pseudo-ANI). A number, consisting 
of the same number of digits as ANI, 
that is not a North American Num-
bering Plan telephone directory num-
ber and may be used in place of an ANI 
to convey special meaning. The special 
meaning assigned to the pseudo-ANI is 
determined by agreements, as nec-
essary, between the system originating 
the call, intermediate systems han-
dling and routing the call, and the des-
tination system. 

Public safety answering point or PSAP. 
An answering point that has been des-
ignated to receive 911 calls and route 
them to emergency services personnel. 

Public Switched Network. Any com-
mon carrier switched network, whether 
by wire or radio, including local ex-
change carriers, interexchange car-
riers, and mobile service providers, 
that uses the North American Num-
bering Plan in connection with the pro-
vision of switched services. 

Real-Time Text (RTT). Text commu-
nications that are transmitted over 
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Internet Protocol (IP) networks imme-
diately as they are created, e.g., on a 
character-by-character basis. 

Registered internet-based TRS user. An 
individual that has registered with a 
VRS, IP Relay, or IP CTS provider as 
described in § 64.611. 

Registered Location. The most recent 
information obtained by a provider of 
interconnected VoIP service or tele-
communications relay services (TRS), 
as applicable, that identifies the phys-
ical location of an end user. 

Space station. A station located on an 
object which is beyond, is intended to 
go beyond, or has been beyond, the 
major portion of the Earth’s atmos-
phere. (RR) 

Speech-to-speech relay service (STS). A 
telecommunications relay service that 
allows individuals with speech disabil-
ities to communicate with voice tele-
phone users through the use of spe-
cially trained CAs who understand the 
speech patterns of persons with speech 
disabilities and can repeat the words 
spoken by that person. 

Statewide default answering point. An 
emergency answering point designated 
by the State to receive 911 calls for ei-
ther the entire State or those portions 
of the State not otherwise served by a 
local PSAP. 

Station. A station equipped to engage 
in radio communication or radio trans-
mission of energy (47 U.S.C. 153(k)). 

Telecommunications relay services 
(TRS). Telephone transmission services 
that provide the ability for an indi-
vidual who has a hearing or speech dis-
ability to engage in communication by 
wire or radio with a hearing individual 
in a manner that is functionally equiv-
alent to the ability of an individual 
who does not have a hearing or speech 
disability to communicate using voice 
communication services by wire or 
radio. Such term includes services that 
enable two-way communication be-
tween an individual who uses a text 
telephone or other nonvoice terminal 
device and an individual who does not 
use such a device, speech-to-speech 
services, video relay services and non- 
English relay services. TRS supersedes 
the terms ‘‘dual party relay system,’’ 
‘‘message relay services,’’ and ‘‘TDD 
Relay.’’ 

Text telephone (TTY). A machine that 
employs graphic communication in the 
transmission of coded signals through 
a wire or radio communication system. 
TTY supersedes the term ‘‘TDD’’ or 
‘‘telecommunications device for the 
deaf,’’ and TT. 

Video relay service (VRS). A tele-
communications relay service that al-
lows people with hearing or speech dis-
abilities who use sign language to com-
municate with voice telephone users 
through video equipment. The video 
link allows the CA to view and inter-
pret the party’s signed conversation 
and relay the conversation back and 
forth with a voice caller. 

Wireline E911 Network. A dedicated 
wireline network that: 

(1) Is interconnected with but largely 
separate from the public switched tele-
phone network; 

(2) Includes a selective router; and 
(3) Is used to route emergency calls 

and related information to PSAPs, des-
ignated statewide default answering 
points, appropriate local emergency 
authorities or other emergency answer-
ing points. 

Subpart B—Telecommunications 
Carriers 

§ 9.4 Obligation to transmit 911 calls. 

All telecommunications carriers 
shall transmit all 911 calls to a PSAP, 
to a designated statewide default an-
swering point, or to an appropriate 
local emergency authority as set forth 
in § 9.5. 

§ 9.5 Transition to 911 as the universal 
emergency telephone number. 

As of December 11, 2001, except where 
911 is already established as the exclu-
sive emergency number to reach a 
PSAP within a given jurisdiction, tele-
communications carriers shall comply 
with the following transition periods: 

(a) Where a PSAP has been des-
ignated, telecommunications carriers 
shall complete all translation and rout-
ing necessary to deliver 911 calls to a 
PSAP no later than September 11, 2002. 

(b) Where no PSAP has been des-
ignated, telecommunications carriers 
shall complete all translation and rout-
ing necessary to deliver 911 calls to the 
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statewide default answering point no 
later than September 11, 2002. 

(c) Where neither a PSAP nor a 
statewide default answering point has 
been designated, telecommunications 
carriers shall complete the translation 
and routing necessary to deliver 911 
calls to an appropriate local emergency 
authority, within nine months of a re-
quest by the State or locality. 

(d) Where no PSAP nor statewide de-
fault answering point has been des-
ignated, and no appropriate local emer-
gency authority has been selected by 
an authorized state or local entity, 
telecommunications carriers shall 
identify an appropriate local emer-
gency authority, based on the exercise 
of reasonable judgment, and complete 
all translation and routing necessary 
to deliver 911 calls to such appropriate 
local emergency authority no later 
than September 11, 2002. 

(e) Once a PSAP is designated for an 
area where none had existed as of De-
cember 11, 2001, telecommunications 
carriers shall complete the translation 
and routing necessary to deliver 911 
calls to that PSAP within nine months 
of that designation. 

§ 9.6 Obligation for providing a per-
missive dialing period. 

Upon completion of translation and 
routing of 911 calls to a PSAP, a state-
wide default answering point, to an ap-
propriate local emergency authority, 
or, where no PSAP nor statewide de-
fault answering point has been des-
ignated and no appropriate local emer-
gency authority has been selected by 
an authorized state or local entity, to 
an appropriate local emergency au-
thority, identified by a telecommuni-
cations carrier based on the exercise of 
reasonable judgment, the tele-
communications carrier shall provide 
permissive dialing between 911 and any 
other seven-or ten-digit emergency 
number or an abbreviated dialing code 
other than 911 that the public has pre-
viously used to reach emergency serv-
ice providers until the appropriate 
State or local jurisdiction determines 
to phase out the use of such seven-or 
ten-digit number entirely and use 911 
exclusively. 

§ 9.7 Obligation for providing an inter-
cept message. 

Upon termination of permissive dial-
ing, as provided under § 9.6, tele-
communications carriers shall provide 
a standard intercept message an-
nouncement that interrupts calls 
placed to the emergency service pro-
vider using either a seven-or ten-digit 
emergency number or an abbreviated 
dialing code other than 911 and informs 
the caller of the dialing code change. 

§ 9.8 Obligation of fixed telephony pro-
viders to convey dispatchable loca-
tion. 

(a) Providers of fixed telephony serv-
ices shall provide automated 
dispatchable location with 911 calls be-
ginning January 6, 2021. 

(b) Paragraph (a) of this section con-
tains information-collection and rec-
ordkeeping requirements. Compliance 
will not be required until after ap-
proval by the Office of Management 
and Budget. The Commission will pub-
lish a document in the FEDERAL REG-
ISTER announcing that compliance date 
and revising this paragraph accord-
ingly. 

Subpart C—Commercial Mobile 
Radio Service 

§ 9.9 Definitions. 
Interconnection or Interconnected. Di-

rect or indirect connection through 
automatic or manual means (by wire, 
microwave, or other technologies such 
as store and forward) to permit the 
transmission or reception of messages 
or signals to or from points in the pub-
lic switched network. 

Interconnected service. (1) A service: 
(i) That is interconnected with the 

public switched network, or inter-
connected with the public switched 
network through an interconnected 
service provider, that gives subscribers 
the capability to communicate to or 
receive communication from all other 
users on the public switched network; 
or 

(ii) For which a request for such 
interconnection is pending pursuant to 
section 332(c)(1)(B) of the Communica-
tions Act, 47 U.S.C. 332(c)(1)(B). 

(2) A mobile service offers inter-
connected service even if the service 
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allows subscribers to access the public 
switched network only during specified 
hours of the day, or if the service pro-
vides general access to points on the 
public switched network but also re-
stricts access in certain limited ways. 
Interconnected service does not include 
any interface between a licensee’s fa-
cilities and the public switched net-
work exclusively for a licensee’s inter-
nal control purposes. 

§ 9.10 911 Service. 
(a) Scope of section. Except as de-

scribed in paragraph (r) of this section, 
the following requirements of para-
graphs (a) through (q) of this section 
are only applicable to CMRS providers, 
excluding mobile satellite service 
(MSS) operators, to the extent that 
they: 

(1) Offer real-time, two way switched 
voice service that is interconnected 
with the public switched network; and 

(2) Use an in-network switching facil-
ity that enables the provider to reuse 
frequencies and accomplish seamless 
hand-offs of subscriber calls. These re-
quirements are applicable to entities 
that offer voice service to consumers 
by purchasing airtime or capacity at 
wholesale rates from CMRS licensees. 

(b) Basic 911 service. CMRS providers 
subject to this section must transmit 
all wireless 911 calls without respect to 
their call validation process to a Pub-
lic Safety Answering Point, or, where 
no Public Safety Answering Point has 
been designated, to a designated state-
wide default answering point or appro-
priate local emergency authority pur-
suant to § 9.4, provided that ‘‘all wire-
less 911 calls’’ is defined as ‘‘any call 
initiated by a wireless user dialing 911 
on a phone using a compliant radio fre-
quency protocol of the serving car-
rier.’’ 

(c) Access to 911 services. CMRS pro-
viders subject to this section must be 
capable of transmitting 911 calls from 
individuals with speech or hearing dis-
abilities through means other than mo-
bile radio handsets, e.g., through the 
use of Text Telephone Devices (TTY). 
CMRS providers that provide voice 
communications over IP facilities are 
not required to support 911 access via 
TTYs if they provide 911 access via 
real-time text (RTT) communications, 

in accordance with 47 CFR part 67, ex-
cept that RTT support is not required 
to the extent that it is not achievable 
for a particular manufacturer to sup-
port RTT on the provider’s network. 

(d) Phase I enhanced 911 services. (1) 
As of April 1, 1998, or within six months 
of a request by the designated Public 
Safety Answering Point as set forth in 
paragraph (j) of this section, whichever 
is later, licensees subject to this sec-
tion must provide the telephone num-
ber of the originator of a 911 call and 
the location of the cell site or base sta-
tion receiving a 911 call from any mo-
bile handset accessing their systems to 
the designated Public Safety Answer-
ing Point through the use of ANI and 
Pseudo-ANI. 

(2) When the directory number of the 
handset used to originate a 911 call is 
not available to the serving carrier, 
such carrier’s obligations under the 
paragraph (d)(1) of this section extend 
only to delivering 911 calls and avail-
able call party information, including 
that prescribed in paragraph (l) of this 
section, to the designated Public Safe-
ty Answering Point. 

Note to paragraph (d): With respect 
to 911 calls accessing their systems 
through the use of TTYs, licensees sub-
ject to this section must comply with 
the requirements in paragraphs (d)(1) 
and (2) of this section, as to calls made 
using a digital wireless system, as of 
October 1, 1998. 

(e) Phase II enhanced 911 service. Li-
censees subject to this section must 
provide to the designated Public Safety 
Answering Point Phase II enhanced 911 
service, i.e., the location of all 911 calls 
by longitude and latitude in conform-
ance with Phase II accuracy require-
ments (see paragraph (h) of this sec-
tion). 

(f) Phase-in for network-based location 
technologies. Licensees subject to this 
section who employ a network-based 
location technology shall provide 
Phase II 911 enhanced service to at 
least 50 percent of their coverage area 
or 50 percent of their population begin-
ning October 1, 2001, or within 6 months 
of a PSAP request, whichever is later; 
and to 100 percent of their coverage 
area or 100 percent of their population 
within 18 months of such a request or 
by October 1, 2002, whichever is later. 
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(g) Phase-in for handset-based location 
technologies. Licensees subject to this 
section who employ a handset-based lo-
cation technology may phase in de-
ployment of Phase II enhanced 911 
service, subject to the following re-
quirements: 

(1) Without respect to any PSAP re-
quest for deployment of Phase II 911 
enhanced service, the licensee shall: 

(i) Begin selling and activating loca-
tion-capable handsets no later than Oc-
tober 1, 2001; 

(ii) Ensure that at least 25 percent of 
all new handsets activated are loca-
tion-capable no later than December 
31, 2001; 

(iii) Ensure that at least 50 percent of 
all new handsets activated are loca-
tion-capable no later than June 30, 
2002; and 

(iv) Ensure that 100 percent of all 
new digital handsets activated are lo-
cation-capable no later than December 
31, 2002, and thereafter. 

(v) By December 31, 2005, achieve 95 
percent penetration of location-capable 
handsets among its subscribers. 

(vi) Licensees that meet the en-
hanced 911 compliance obligations 
through GPS-enabled handsets and 
have commercial agreements with re-
sellers will not be required to include 
the resellers’ handset counts in their 
compliance percentages. 

(2) Once a PSAP request is received, 
the licensee shall, in the area served by 
the PSAP, within six months or by Oc-
tober 1, 2001, whichever is later: 

(i) Install any hardware and/or soft-
ware in the CMRS network and/or 
other fixed infrastructure, as needed, 
to enable the provision of Phase II en-
hanced 911 service; and 

(ii) Begin delivering Phase II en-
hanced 911 service to the PSAP. 

(3) For all 911 calls from portable or 
mobile phones that do not contain the 
hardware and/or software needed to en-
able the licensee to provide Phase II 
enhanced 911 service, the licensee shall, 
after a PSAP request is received, sup-
port, in the area served by the PSAP, 
Phase I location for 911 calls or other 
available best practice method of pro-
viding the location of the portable or 
mobile phone to the PSAP. 

(4) Licensees employing handset- 
based location technologies shall en-

sure that location-capable portable or 
mobile phones shall conform to indus-
try interoperability standards designed 
to enable the location of such phones 
by multiple licensees. 

(h) Phase II accuracy. Licensees sub-
ject to this section shall comply with 
the following standards for Phase II lo-
cation accuracy and reliability, to be 
tested and measured either at the 
county or at the PSAP service area ge-
ographic level, based on outdoor meas-
urements only: 

(1) Network-based technologies: 
(i) 100 meters for 67 percent of calls, 

consistent with the following bench-
marks: 

(A) One year from January 18, 2011, 
carriers shall comply with this stand-
ard in 60 percent of counties or PSAP 
service areas. These counties or PSAP 
service areas must cover at least 70 
percent of the population covered by 
the carrier across its entire network. 
Compliance will be measured on a per- 
county or per-PSAP basis using, at the 
carrier’s election, either: 

(1) Network-based accuracy data; or 
(2) Blended reporting as provided in 

paragraph (h)(1)(iv) of this section. 
(B) Three years from January 18, 

2011, carriers shall comply with this 
standard in 70 percent of counties or 
PSAP service areas. These counties or 
PSAP service areas must cover at least 
80 percent of the population covered by 
the carrier across its entire network. 
Compliance will be measured on a per- 
county or per-PSAP basis using, at the 
carrier’s election, either: 

(1) Network-based accuracy data; or 
(2) Blended reporting as provided in 

paragraph (h)(1)(iv) of this section. 
(C) Five years from January 18, 2011, 

carriers shall comply with this stand-
ard in 100% of counties or PSAP serv-
ice areas covered by the carrier. Com-
pliance will be measured on a per-coun-
ty or per-PSAP basis, using, at the car-
rier’s election, either: 

(1) Network-based accuracy data; 
(2) Blended reporting as provided in 

paragraph (h)(1)(iv) of this section; or 
(3) Handset-based accuracy data as 

provided in paragraph (h)(1)(v) of this 
section. 

(ii) 300 meters for 90 percent of calls, 
consistent with the following bench-
marks: 
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(A) Three years from January 18, 
2011, carriers shall comply with this 
standard in 60 percent of counties or 
PSAP service areas. These counties or 
PSAP service areas must cover at least 
70 percent of the population covered by 
the carrier across its entire network. 
Compliance will be measured on a per- 
county or per-PSAP basis using, at the 
carrier’s election, either: 

(1) Network-based accuracy data; or 
(2) Blended reporting as provided in 

paragraph (h)(1)(iv) of this section. 
(B) Five years from January 18, 2011, 

carriers shall comply in 70 percent of 
counties or PSAP service areas. These 
counties or PSAP service areas must 
cover at least 80 percent of the popu-
lation covered by the carrier across its 
entire network. Compliance will be 
measured on a per-county or per-PSAP 
basis using, at the carrier’s election, 
either: 

(1) Network-based accuracy data; or 
(2) Blended reporting as provided in 

paragraph (h)(1)(iv) of this section. 
(C) Eight years from January 18, 2011, 

carriers shall comply in 85 percent of 
counties or PSAP service areas. Com-
pliance will be measured on a per-coun-
ty or per-PSAP basis using, at the car-
rier’s election, either: 

(1) Network-based accuracy data; 
(2) Blended reporting as provided in 

paragraph (h)(1)(iv) of this section; or 
(3) Handset-based accuracy data as 

provided in paragraph (h)(1)(v) of this 
section. 

(iii) County-level or PSAP-level loca-
tion accuracy standards for network- 
based technologies will be applicable to 
those counties or PSAP service areas, 
on an individual basis, in which a net-
work-based carrier has deployed Phase 
II in at least one cell site located with-
in a county’s or PSAP service area’s 
boundary. Compliance with the re-
quirements of paragraphs (h)(1)(i) and 
(ii) of this section shall be measured 
and reported independently. 

(iv) Accuracy data from both net-
work-based solutions and handset- 
based solutions may be blended to 
measure compliance with the accuracy 
requirements of paragraphs (h)(1)(i)(A) 
through (C) and paragraphs (h)(1)(ii)(A) 
through (C) of this section. Such blend-
ing shall be based on weighting accu-
racy data in the ratio of assisted GPS 

(‘‘A–GPS’’) handsets to non-A–GPS 
handsets in the carrier’s subscriber 
base. The weighting ratio shall be ap-
plied to the accuracy data from each 
solution and measured against the net-
work-based accuracy requirements of 
paragraph (h)(1) of this section. 

(v) A carrier may rely solely on 
handset-based accuracy data in any 
county or PSAP service area if at least 
85 percent of its subscribers, network- 
wide, use A–GPS handsets, or if it of-
fers A–GPS handsets to subscribers in 
that county or PSAP service area at no 
cost to the subscriber. 

(vi) A carrier may exclude from com-
pliance particular counties, or portions 
of counties, where triangulation is not 
technically possible, such as locations 
where at least three cell sites are not 
sufficiently visible to a handset. Car-
riers must file a list of the specific 
counties or portions of counties where 
they are using this exclusion within 90 
days following approval from the Office 
of Management and Budget for the re-
lated information collection. This list 
must be submitted electronically into 
PS Docket No. 07–114, and copies must 
be sent to the National Emergency 
Number Association, the Association of 
Public-Safety Communications Offi-
cials-International, and the National 
Association of State 9–1–1 Administra-
tors. Further, carriers must submit in 
the same manner any changes to their 
exclusion lists within thirty days of 
discovering such changes. This exclu-
sion has sunset as of January 18, 2019. 

(2) Handset-based technologies: 
(i) Two years from January 18, 2011, 

50 meters for 67 percent of calls, and 150 
meters for 80 percent of calls, on a per- 
county or per-PSAP basis. However, a 
carrier may exclude up to 15 percent of 
counties or PSAP service areas from 
the 150-meter requirement based upon 
heavy forestation that limits handset- 
based technology accuracy in those 
counties or PSAP service areas. 

(ii) Eight years from January 18, 2011, 
50 meters for 67 percent of calls, and 150 
meters for 90 percent of calls, on a per- 
county or per-PSAP basis. However, a 
carrier may exclude up to 15 percent of 
counties or PSAP service areas from 
the 150-meter requirement based upon 
heavy forestation that limits handset- 

VerDate Sep<11>2014 10:43 Jun 03, 2021 Jkt 250214 PO 00000 Frm 00810 Fmt 8010 Sfmt 8010 Y:\SGML\250214.XXX 250214sp
as

ch
al

 o
n 

D
S

K
JM

0X
7X

2P
R

O
D

 w
ith

 C
F

R



801 

Federal Communications Commission § 9.10 

based technology accuracy in those 
counties or PSAP service areas. 

(iii) Carriers must file a list of the 
specific counties or PSAP service areas 
where they are using the exclusion for 
heavy forestation within 90 days fol-
lowing (approval from the Office of 
Management and Budget for the re-
lated information collection). This list 
must be submitted electronically into 
PS Docket No. 07–114, and copies must 
be sent to the National Emergency 
Number Association, the Association of 
Public-Safety Communications Offi-
cials-International, and the National 
Association of State 9–1–1 Administra-
tors. Further, carriers must submit in 
the same manner any changes to their 
exclusion lists within thirty days of 
discovering such changes. 

(iv) Providers of new CMRS networks 
that meet the definition of covered 
CMRS providers under paragraph (a) of 
this section must comply with the re-
quirements of paragraphs (h)(2)(i) 
through (iii) of this section. For this 
purpose, a ‘‘new CMRS network’’ is a 
CMRS network that is newly deployed 
subsequent to the effective date of the 
Third Report and Order in PS Docket 
No. 07–114 and that is not an expansion 
or upgrade of an existing CMRS net-
work. 

(3) Latency (Time to First Fix): For 
purposes of measuring compliance with 
the location accuracy standards of this 
paragraph, a call will be deemed to sat-
isfy the standard only if it provides the 
specified degree of location accuracy 
within a maximum latency period of 30 
seconds, as measured from the time the 
user initiates the 911 call to the time 
the location fix appears at the location 
information center: Provided, however, 
that the CMRS provider may elect not 
to include for purposes of measuring 
compliance therewith any calls lasting 
less than 30 seconds. 

(i) Indoor location accuracy for 911 and 
testing requirements—(1) Definitions. The 
terms as used in this section have the 
following meaning: 

(i) Dispatchable location. A location 
delivered to the PSAP by the CMRS 
provider with a 911 call that consists of 
the street address of the calling party, 
plus additional information such as 
suite, apartment or similar informa-
tion necessary to adequately identify 

the location of the calling party. The 
street address of the calling party must 
be validated and, to the extent pos-
sible, corroborated against other loca-
tion information prior to delivery of 
dispatchable location information by 
the CMRS provider to the PSAP. 

(ii) Media Access Control (MAC) Ad-
dress. A location identifier of a Wi-Fi 
access point. 

(iii) National Emergency Address Data-
base (NEAD). A database that uses MAC 
address information to identify a 
dispatchable location for nearby wire-
less devices within the CMRS pro-
vider’s coverage footprint. 

(iv) Nationwide CMRS provider. A 
CMRS provider whose service extends 
to a majority of the population and 
land area of the United States. 

(v) Non-nationwide CMRS provider. 
Any CMRS provider other than a na-
tionwide CMRS provider. 

(vi) Test cities. The six cities (San 
Francisco, Chicago, Atlanta, Denver/ 
Front Range, Philadelphia, and Man-
hattan Borough) and surrounding geo-
graphic areas that correspond to the 
six geographic regions specified by the 
February 7, 2014 ATIS Document, 
‘‘Considerations in Selecting Indoor 
Test Regions,’’ for testing of indoor lo-
cation technologies. 

(2) Indoor location accuracy standards. 
CMRS providers subject to this section 
shall meet the following requirements: 

(i) Horizontal location. (A) Nationwide 
CMRS providers shall provide; 
dispatchable location, or; x/y location 
within 50 meters, for the following per-
centages of wireless 911 calls within the 
following timeframes, measured from 
the effective date of the adoption of 
this rule: 

(1) Within 2 years: 40 percent of all 
wireless 911 calls. 

(2) Within 3 years: 50 percent of all 
wireless 911 calls. 

(3) Within 5 years: 70 percent of all 
wireless 911 calls. 

(4) Within 6 years: 80 percent of all 
wireless 911 calls. 

(B) Non-nationwide CMRS providers 
shall provide; dispatchable location or; 
x/y location within 50 meters, for the 
following percentages of wireless 911 
calls within the following timeframes, 
measured from the effective date of the 
adoption of this rule: 
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(1) Within 2 years: 40 percent of all 
wireless 911 calls. 

(2) Within 3 years: 50 percent of all 
wireless 911 calls. 

(3) Within 5 years or within six 
months of deploying a commercially- 
operating VoLTE platform in their net-
work, whichever is later: 70 percent of 
all wireless 911 calls. 

(4) Within 6 years or within one year 
of deploying a commercially-operating 
VoLTE platform in their network, 
whichever is later: 80 percent of all 
wireless 911 calls. 

(ii) Vertical location. CMRS providers 
shall provide vertical location informa-
tion with wireless 911 calls as described 
in this section within the following 
timeframes measured from the effec-
tive date of the adoption of this rule: 

(A) Within 3 years: All CMRS pro-
viders shall make uncompensated baro-
metric data available to PSAPs with 
respect to any 911 call placed from any 
handset that has the capability to de-
liver barometric sensor information. 

(B) Within 3 years: Nationwide CMRS 
providers shall develop one or more z- 
axis accuracy metrics validated by an 
independently administered and trans-
parent test bed process as described in 
paragraph (i)(3)(i) of this section, and 
shall submit the proposed metric or 
metrics, supported by a report of the 
results of such development and test-
ing, to the Commission for approval. 

(C) By April 3, 2021: In each of the top 
25 cellular market areas (CMAs), na-
tionwide CMRS providers shall deploy 
either dispatchable location or z-axis 
technology. 

(D) By April 3, 2023: In each of the top 
50 CMAs, nationwide CMRS providers 
shall deploy either dispatchable loca-
tion or z-axis technology. 

(E) By April 3, 2025: Nationwide 
CMRS providers shall deploy on a na-
tionwide basis either dispatchable loca-
tion or z-axis technology. 

(F) Non-nationwide CMRS providers 
that serve any of the top 25 or 50 CMAs 
will have an additional year to meet 
each of the benchmarks in paragraphs 
(i)(2)(ii)(C) and (D) of this section. All 
non-nationwide providers will have an 
additional year to meet the benchmark 
in paragraph (i)(2)(ii)(E) of this section 
by deploying either dispatchable loca-

tion or z-axis technology throughout 
their network footprint. 

(G) By January 6, 2022: All CMRS pro-
viders shall provide dispatchable loca-
tion with wireless E911 calls if it is 
technically feasible for them to do so. 

(H) CMRS providers that deploy z- 
axis technology must do so consistent 
with the following z-axis accuracy met-
ric: Within 3 meters above or below 
(plus or minus 3 meters) the handset 
for 80% of wireless E911 calls made 
from the z-axis capable device. CMRS 
providers must deliver z-axis informa-
tion in Height Above Ellipsoid. Where 
available to the CMRS provider, floor 
level information must be provided in 
addition to z-axis location information. 

(I) CMRS providers that deploy z-axis 
technology must do so according to the 
following options: 

(1) In each area where z-axis tech-
nology is used, deploy the technology 
to cover 80 percent of the population or 
80 percent of the buildings that exceed 
three stories; or 

(2) Deploy z-axis capable handsets en-
abled with z-axis technology on a na-
tionwide basis (or throughout the 
CMRS provider’s network footprint, as 
applicable). 

(J) CMRS providers that deploy z- 
axis technology must comply with the 
following: 

(1) CMRS providers must activate all 
network infrastructure necessary to 
support z-axis location by z-axis capa-
ble devices throughout the deployment 
area. 

(2) CMRS providers may deploy z-axis 
technology upgrades by means of over- 
the-top applications as well as oper-
ating system or firmware upgrades. 
CMRS providers deploying z-axis tech-
nology must affirmatively push the z- 
axis technology to all existing z-axis 
capable device models on the provider’s 
network that can receive it, and CMRS 
providers must continue to support the 
z-axis technology on these devices 
thereafter. 

(3) A CMRS provider using the 
handset-based deployment option must 
make the technology available to ex-
isting z-axis capable devices nation-
wide; a CMRS provider using a CMA- 
based deployment option must make 
the technology available to all z-axis 
capable devices in the CMA. For all 
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new z-axis capable devices marketed to 
consumers, the z-axis technology must 
be pre-installed. 

(4) A CMRS provider will be deemed 
to have met its z-axis technology de-
ployment obligation so long as it ei-
ther pre-installs or affirmatively 
pushes the location technology to end 
users so that they receive a prompt or 
other notice informing them that the 
application or service is available and 
what they need to do to download and 
enable the technology on their phone. 
A CMRS provider will be deemed in 
compliance with its z-axis deployment 
obligation if it makes the technology 
available to the end user in this man-
ner even if the end user declines to use 
the technology or subsequently dis-
ables it. 

(K) CMRS providers must validate 
dispatchable location technologies in-
tended for indoor location in accord-
ance with the provisions of paragraph 
(i)(3)(i) of this section. 

(L) In each CMA where dispatchable 
location is used, nationwide CMRS pro-
viders must ensure that dispatchable 
location is supported by a sufficient 
number of total dispatchable location 
reference points to equal 25 percent of 
the CMA population. 

(M) A z-axis capable device is one 
that can measure and report vertical 
location without a hardware upgrade. 
For z-axis location solutions that rely 
on barometric pressure sensor informa-
tion, only devices that have such sen-
sors installed shall be considered z-axis 
capable. In the case of location solu-
tions that do not require barometric 
pressure sensor information, both de-
vices with and without barometric sen-
sors shall be considered z-axis capable, 
provided that they are software- 
upgradable. 

(iii) Compliance. Within 60 days after 
each benchmark date specified in para-
graphs (i)(2)(i) and (ii) of this section, 
CMRS providers must certify that they 
are in compliance with the location ac-
curacy requirements applicable to 
them as of that date. CMRS providers 
shall be presumed to be in compliance 
by certifying that they have complied 
with the test bed and live call data pro-
visions described in paragraph (i)(3) of 
this section. 

(A) All CMRS providers must certify 
that the indoor location technology (or 
technologies) used in their networks 
are deployed consistently with the 
manner in which they have been tested 
in the test bed. A CMRS provider must 
update certification whenever it intro-
duces a new technology into its net-
work or otherwise modifies its net-
work, such that previous performance 
in the test bed would no longer be con-
sistent with the technology’s modified 
deployment. 

(B) CMRS providers that provide 
quarterly reports of live call data in 
one or more of the six test cities speci-
fied in paragraph (i)(1)(vi) of this sec-
tion must certify that their deploy-
ment of location technologies through-
out their coverage area is consistent 
with their deployment of the same 
technologies in the areas that are used 
for live call data reporting. 

(C) Non-nationwide CMRS providers 
that do not provide service or report 
quarterly live call data in any of the 
six test cities specified in paragraph 
(i)(1)(vi) of this section must certify 
that they have verified based on their 
own live call data that they are in 
compliance with the requirements of 
paragraphs (i)(2)(i)(B) and (i)(2)(ii) of 
this section. 

(iv) Enforcement. PSAPs may seek 
Commission enforcement within their 
geographic service area of the require-
ments of paragraphs (i)(2)(i) and (ii) of 
this section, but only so long as they 
have implemented policies that are de-
signed to obtain all location informa-
tion made available by CMRS providers 
when initiating and delivering 911 calls 
to the PSAP. Prior to seeking Commis-
sion enforcement, a PSAP must pro-
vide the CMRS provider with [30] days 
written notice, and the CMRS provider 
shall have an opportunity to address 
the issue informally. If the issue has 
not been addressed to the PSAP’s satis-
faction within 90 days, the PSAP may 
seek enforcement relief. 

(3) Indoor location accuracy testing and 
live call data reporting—(i) Indoor loca-
tion accuracy test bed. CMRS providers 
must establish the test bed described in 
this section within 12 months of the ef-
fective date of this rule. CMRS pro-
viders must validate technologies in-
tended for indoor location, including 
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dispatchable location technologies and 
technologies that deliver horizontal 
and/or vertical coordinates, through an 
independently administered and trans-
parent test bed process, in order for 
such technologies to be presumed to 
comply with the location accuracy re-
quirements of this paragraph. The test 
bed shall meet the following minimal 
requirements in order for the test re-
sults to be considered valid for compli-
ance purposes: 

(A) Include testing in representative 
indoor environments, including dense 
urban, urban, suburban and rural 
morphologies; 

(B) Test for performance attributes 
including location accuracy (ground 
truth as measured in the test bed), la-
tency (Time to First Fix), and reli-
ability (yield); and 

(C) Each test call (or equivalent) 
shall be independent from prior calls 
and accuracy will be based on the first 
location delivered after the call is ini-
tiated. 

(D) In complying with paragraph 
(i)(3)(i)(B) of this section, CMRS pro-
viders shall measure yield separately 
for each individual indoor location 
morphology (dense urban, urban, sub-
urban, and rural) in the test bed, and 
based upon the specific type of location 
technology that the provider intends to 
deploy in real-world areas represented 
by that particular morphology. CMRS 
providers must base the yield percent-
age based on the number of test calls 
that deliver a location in compliance 
with any applicable indoor location ac-
curacy requirements, compared to the 
total number of calls that successfully 
connect to the testing network. CMRS 
providers may exclude test calls that 
are dropped or otherwise disconnected 
in 10 seconds or less from calculation of 
the yield percentage (both the denomi-
nator and numerator). 

(ii) Collection and reporting of aggre-
gate live 911 call location data. CMRS 
providers providing service in any of 
the Test Cities or portions thereof 
must collect and report aggregate data 
on the location technologies used for 
live 911 calls in those areas. 

(A) CMRS providers subject to this 
section shall identify and collect infor-
mation regarding the location tech-
nology or technologies used for each 

911 call in the reporting area during 
the calling period. 

(B) CMRS providers subject to this 
section shall report Test City call loca-
tion data on a quarterly basis to the 
Commission, the National Emergency 
Number Association, the Association of 
Public Safety Communications Offi-
cials, and the National Association of 
State 911 Administrators, with the first 
report due 18 months from the effective 
date of rules adopted in this pro-
ceeding. 

(C) CMRS providers subject to this 
section shall also provide quarterly 
live call data on a more granular basis 
that allows evaluation of the perform-
ance of individual location tech-
nologies within different morphologies 
(e.g., dense urban, urban, suburban, 
rural). To the extent available, live 
call data for all CMRS providers shall 
delineate based on a per technology 
basis accumulated and so identified 
for: 

(1) Each of the ATIS ESIF 
morphologies; 

(2) On a reasonable community level 
basis; or 

(3) By census block. This more granu-
lar data will be used for evaluation and 
not for compliance purposes. 

(D) Non-nationwide CMRS providers 
that operate in a single Test City need 
only report live 911 call data from that 
city or portion thereof that they cover. 
Non-nationwide CMRS providers that 
operate in more than one Test City 
must report live 911 call data only in 
half of the regions (as selected by the 
provider). In the event a non-nation-
wide CMRS provider begins coverage in 
a Test City it previously did not serve, 
it must update its certification pursu-
ant to paragraph (i)(2)(iii)(C) of this 
section to reflect this change in its 
network and begin reporting data from 
the appropriate areas. All non-nation-
wide CMRS providers must report their 
Test City live call data every 6 months, 
beginning 18 months from the effective 
date of rules adopted in this pro-
ceeding. 

(E) Non-nationwide CMRS providers 
that do not provide coverage in any of 
the Test Cities can satisfy the require-
ment of this paragraph (i)(3)(ii) by col-
lecting and reporting data based on the 
largest county within its footprint. In 
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addition, where a non-nationwide 
CMRS provider serves more than one of 
the ATIS ESIF morphologies, it must 
include a sufficient number of rep-
resentative counties to cover each mor-
phology. 

(iii) Data retention. CMRS providers 
shall retain testing and live call data 
gathered pursuant to this section for a 
period of 2 years. 

(4) Submission of plans and reports. 
The following reporting and certifi-
cation obligations apply to all CMRS 
providers subject to this section, which 
may be filed electronically in PS Dock-
et No. 07–114: 

(i) Initial implementation plan. No 
later than 18 months from the effective 
date of the adoption of this rule, na-
tionwide CMRS providers shall report 
to the Commission on their plans for 
meeting the indoor location accuracy 
requirements of paragraph (i)(2) of this 
section. Non-nationwide CMRS pro-
viders will have an additional 6 months 
to submit their implementation plans. 

(ii) Progress reports. No later than 18 
months from the effective date of the 
adoption of this rule), each CMRS pro-
vider shall file a progress report on im-
plementation of indoor location accu-
racy requirements. Non-nationwide 
CMRS providers will have an addi-
tional 6 months to submit their 
progress reports. All CMRS providers 
shall provide an additional progress re-
port no later than 36 months from the 
effective date of the adoption of this 
rule. The 36-month reports shall indi-
cate what progress the provider has 
made consistent with its implementa-
tion plan, and the nationwide CMRS 
providers shall include an assessment 
of their deployment of dispatchable lo-
cation solutions. For any CMRS pro-
vider participating in the development 
of the NEAD database, this progress re-
port must include detail as to the im-
plementation of the NEAD database de-
scribed in paragraphs (i)(4)(iii) and (iv) 
of this section. 

(iii) NEAD privacy and security plan. 
Prior to activation of the NEAD but no 
later than 18 months from the effective 
date of the adoption of this rule, the 
nationwide CMRS providers shall file 
with the Commission and request ap-
proval for a security and privacy plan 
for the administration and operation of 

the NEAD. The plan must include the 
identity of an administrator for the 
NEAD, who will serve as a point of con-
tact for the Commission and shall be 
accountable for the effectiveness of the 
security, privacy, and resiliency meas-
ures. 

(iv) Dispatchable location use certifi-
cation. Prior to use of dispatchable lo-
cation information to meet the Com-
mission’s 911 horizontal and indoor lo-
cation accuracy requirements in para-
graphs (i)(2)(i) and (ii) of this section, 
CMRS providers must certify that nei-
ther they nor any third party they rely 
on to obtain dispatchable location in-
formation will use dispatchable loca-
tion information or associated data for 
any non-911 purpose, except with prior 
express consent or as otherwise re-
quired by law. The certification must 
state that CMRS providers and any 
third party they rely on to obtain 
dispatchable location information will 
implement measures sufficient to safe-
guard the privacy and security of 
dispatchable location information. 

(v) Z-axis use certification. Prior to 
use of z-axis information to meet the 
Commission’s 911 vertical location ac-
curacy requirements in paragraph 
(i)(2)(ii) of this section, CMRS pro-
viders must certify that neither they 
nor any third party they rely on to ob-
tain z-axis information will use z-axis 
information or associated data for any 
non-911 purpose, except with prior ex-
press consent or as otherwise required 
by law. The certification must state 
that CMRS providers and any third 
party they rely on to obtain z-axis in-
formation will implement measures 
sufficient to safeguard the privacy and 
security of z-axis location information. 

(j) Confidence and uncertainty data. (1) 
Except as provided in paragraphs (j)(2) 
through (4) of this section, CMRS pro-
viders subject to this section shall pro-
vide for all wireless 911 calls, whether 
from outdoor or indoor locations, x- 
and y-axis (latitude, longitude) and z- 
axis (vertical) confidence and uncer-
tainty information (C/U data) on a per- 
call basis upon the request of a PSAP. 
The data shall specify: 

(i) The caller’s location with a uni-
form confidence level of 90 percent, 
and; 
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(ii) The radius in meters from the re-
ported position at that same con-
fidence level. All entities responsible 
for transporting confidence and uncer-
tainty between CMRS providers and 
PSAPs, including LECs, CLECs, owners 
of E911 networks, and emergency serv-
ice providers, must enable the trans-
mission of confidence and uncertainty 
data provided by CMRS providers to 
the requesting PSAP. 

(2) Upon meeting the 3-year time-
frame pursuant to paragraph (i)(2)(i) of 
this section, CMRS providers shall pro-
vide with wireless 911 calls that have a 
dispatchable location the C/U data for 
the x- and y-axis (latitude, longitude) 
required under paragraph (j)(1) of this 
section. 

(3) Upon meeting the 6-year time-
frame pursuant to paragraph (i)(2)(i) of 
this section, CMRS providers shall pro-
vide with wireless 911 calls that have a 
dispatchable location the C/U data for 
the x- and y-axis (latitude, longitude) 
required under paragraph (j)(1) of this 
section. 

(4) Upon meeting the timeframes pur-
suant to paragraph (i)(2)(ii) of this sec-
tion, CMRS providers shall provide 
with wireless 911 calls that have a 
dispatchable location the confidence 
and uncertainty data for z-axis 
(vertical) information required under 
paragraph (j)(1) of this section. Where 
available to the CMRS provider, CMRS 
providers shall provide with wireless 
911 calls that have floor level informa-
tion the confidence and uncertainty 
data for z-axis (vertical) information 
required under paragraph (j)(1) of this 
section. 

(k) Provision of live 911 call data for 
PSAPs. Notwithstanding other 911 call 
data collection and reporting require-
ments in paragraph (i) of this section, 
CMRS providers must record informa-
tion on all live 911 calls, including, but 
not limited to, the positioning source 
method used to provide a location fix 
associated with the call. CMRS pro-
viders must also record the confidence 
and uncertainty data that they provide 
pursuant to paragraphs (j)(1)–(4) of this 
section. This information must be 
made available to PSAPs upon request, 
and shall be retained for a period of 
two years. 

(l) Reports on Phase II plans. Licens-
ees subject to this section shall report 
to the Commission their plans for im-
plementing Phase II enhanced 911 serv-
ice, including the location-determina-
tion technology they plan to employ 
and the procedure they intend to use to 
verify conformance with the Phase II 
accuracy requirements by November 9, 
2000. Licensees are required to update 
these plans within thirty days of the 
adoption of any change. These reports 
and updates may be filed electronically 
in a manner to be designated by the 
Commission. 

(m) Conditions for enhanced 911 serv-
ices—(1) Generally. The requirements 
set forth in paragraphs (d) through 
(h)(2) and in paragraph (j) of this sec-
tion shall be applicable only to the ex-
tent that the administrator of the ap-
plicable designated PSAP has re-
quested the services required under 
those paragraphs and such PSAP is ca-
pable of receiving and using the re-
quested data elements and has a mech-
anism for recovering the PSAP’s costs 
associated with them. 

(2) Commencement of six-month period. 
(i) Except as provided in paragraph 
(m)(2)(ii) of this section, for purposes of 
commencing the six-month period for 
carrier implementation specified in 
paragraphs (d), (f) and (g) of this sec-
tion, a PSAP will be deemed capable of 
receiving and using the data elements 
associated with the service requested, 
if it can demonstrate that it has: 

(A) Ordered the necessary equipment 
and has commitments from suppliers 
to have it installed and operational 
within such six-month period; and 

(B) Made a timely request to the ap-
propriate local exchange carrier for the 
necessary trunking, upgrades, and 
other facilities. 

(ii) For purposes of commencing the 
six-month period for carrier implemen-
tation specified in paragraphs (f) and 
(g) of this section, a PSAP that is 
Phase I-capable using a Non-Call Path 
Associated Signaling (NCAS) tech-
nology will be deemed capable of re-
ceiving and using the data elements as-
sociated with Phase II service if it can 
demonstrate that it has made a timely 
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request to the appropriate local ex-
change carrier for the ALI database up-
grade necessary to receive the Phase II 
information. 

(3) Tolling of six-month period. Where a 
wireless carrier has served a written 
request for documentation on the 
PSAP within 15 days of receiving the 
PSAP’s request for Phase I or Phase II 
enhanced 911 service, and the PSAP 
fails to respond to such request within 
15 days of such service, the six-month 
period for carrier implementation spec-
ified in paragraphs (d), (f), and (g) of 
this section will be tolled until the 
PSAP provides the carrier with such 
documentation. 

(4) Carrier certification regarding PSAP 
readiness issues. At the end of the six- 
month period for carrier implementa-
tion specified in paragraphs (d), (f), and 
(g) of this section, a wireless carrier 
that believes that the PSAP is not ca-
pable of receiving and using the data 
elements associated with the service 
requested may file a certification with 
the Commission. Upon filing and serv-
ice of such certification, the carrier 
may suspend further implementation 
efforts, except as provided in paragraph 
(m)(4)(x) of this section. 

(i) As a prerequisite to filing such 
certification, no later than 21 days 
prior to such filing, the wireless carrier 
must notify the affected PSAP, in writ-
ing, of its intent to file such certifi-
cation. Any response that the carrier 
receives from the PSAP must be in-
cluded with the carrier’s certification 
filing. 

(ii) The certification process shall be 
subject to the procedural requirements 
set forth in §§ 1.45 and 1.47 of this chap-
ter. 

(iii) The certification must be in the 
form of an affidavit signed by a direc-
tor or officer of the carrier, docu-
menting: 

(A) The basis for the carrier’s deter-
mination that the PSAP will not be 
ready; 

(B) Each of the specific steps the car-
rier has taken to provide the E911 serv-
ice requested; 

(C) The reasons why further imple-
mentation efforts cannot be made until 
the PSAP becomes capable of receiving 
and using the data elements associated 
with the E911 service requested; and 

(D) The specific steps that remain to 
be completed by the wireless carrier 
and, to the extent known, the PSAP or 
other parties before the carrier can 
provide the E911 service requested. 

(iv) All affidavits must be correct. 
The carrier must ensure that its affi-
davit is correct, and the certifying di-
rector or officer has the duty to per-
sonally determine that the affidavit is 
correct. 

(v) A carrier may not engage in a 
practice of filing inadequate or incom-
plete certifications for the purpose of 
delaying its responsibilities. 

(vi) To be eligible to make a certifi-
cation, the wireless carrier must have 
completed all necessary steps toward 
E911 implementation that are not de-
pendent on PSAP readiness. 

(vii) A copy of the certification must 
be served on the PSAP in accordance 
with § 1.47 of this chapter. The PSAP 
may challenge in writing the accuracy 
of the carrier’s certification and shall 
serve a copy of such challenge on the 
carrier. See §§ 1.45 and 1.47 and 1.720 
through 1.740 of this chapter. 

(viii) If a wireless carrier’s certifi-
cation is facially inadequate, the six- 
month implementation period specified 
in paragraphs (d), (f), and (g) of this 
section will not be suspended as pro-
vided for in paragraph (m)(4) of this 
section. 

(ix) If a wireless carrier’s certifi-
cation is inaccurate, the wireless car-
rier will be liable for noncompliance as 
if the certification had not been filed. 

(x) A carrier that files a certification 
under this paragraph (m)(4) shall have 
90 days from receipt of the PSAP’s 
written notice that it is capable of re-
ceiving and using the data elements as-
sociated with the service requested to 
provide such service in accordance with 
the requirements of paragraphs (d) 
through (h) of this section. 

(5) Modification of deadlines by agree-
ment. Nothing in this section shall pre-
vent Public Safety Answering Points 
and carriers from establishing, by mu-
tual consent, deadlines different from 
those imposed for carrier and PSAP 
compliance in paragraphs (d), (f), and 
(g)(2) of this section. 

(n) Dispatch service. A service pro-
vider covered by this section who offers 
dispatch service to customers may 
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meet the requirements of this section 
with respect to customers who use dis-
patch service either by complying with 
the requirements set forth in para-
graphs (b) through (e) of this section, 
or by routing the customer’s emer-
gency calls through a dispatcher. If the 
service provider chooses the latter al-
ternative, it must make every reason-
able effort to explicitly notify its cur-
rent and potential dispatch customers 
and their users that they are not able 
to directly reach a PSAP by calling 911 
and that, in the event of an emergency, 
the dispatcher should be contacted. 

(o) Non-service-initialized handsets. (1) 
Licensees subject to this section that 
donate a non-service-initialized 
handset for purposes of providing ac-
cess to 911 services are required to: 

(i) Program each handset with 911 
plus the decimal representation of the 
seven least significant digits of the 
Electronic Serial Number, Inter-
national Mobile Equipment Identifier, 
or any other identifier unique to that 
handset; 

(ii) Affix to each handset a label 
which is designed to withstand the 
length of service expected for a non- 
service-initialized phone, and which 
notifies the user that the handset can 
only be used to dial 911, that the 911 op-
erator will not be able to call the user 
back, and that the user should convey 
the exact location of the emergency as 
soon as possible; and 

(iii) Institute a public education pro-
gram to provide the users of such 
handsets with information regarding 
the limitations of non-service- 
initialized handsets. 

(2) Manufacturers of 911-only 
handsets that are manufactured on or 
after May 3, 2004, are required to: 

(i) Program each handset with 911 
plus the decimal representation of the 
seven least significant digits of the 
Electronic Serial Number, Inter-
national Mobile Equipment Identifier, 
or any other identifier unique to that 
handset; 

(ii) Affix to each handset a label 
which is designed to withstand the 
length of service expected for a non- 
service-initialized phone, and which 
notifies the user that the handset can 
only be used to dial 911, that the 911 op-
erator will not be able to call the user 

back, and that the user should convey 
the exact location of the emergency as 
soon as possible; and 

(iii) Institute a public education pro-
gram to provide the users of such 
handsets with information regarding 
the limitations of 911-only handsets. 

(3) The following definitions apply 
for purposes of this paragraph. 

(i) Non-service-initialized handset. A 
handset for which there is no valid 
service contract with a provider of the 
services enumerated in paragraph (a) of 
this section. 

(ii) 911-only handset. A non-service- 
initialized handset that is manufac-
tured with the capability of dialing 911 
only and that cannot receive incoming 
calls. 

(p) Reseller obligation. (1) Beginning 
December 31, 2006, resellers have an ob-
ligation, independent of the underlying 
licensee, to provide access to basic and 
enhanced 911 service to the extent that 
the underlying licensee of the facilities 
the reseller uses to provide access to 
the public switched network complies 
with § 9.10(d) through (g). 

(2) Resellers have an independent ob-
ligation to ensure that all handsets or 
other devices offered to their cus-
tomers for voice communications and 
sold after December 31, 2006 are capable 
of transmitting enhanced 911 informa-
tion to the appropriate PSAP, in ac-
cordance with the accuracy require-
ments of § 9.10(i). 

(q) Text-to-911 requirements—(1) Cov-
ered text provider. Notwithstanding any 
other provisions in this section, for 
purposes of this paragraph (q) of this 
section, a ‘‘covered text provider’’ in-
cludes all CMRS providers as well as 
all providers of interconnected text 
messaging services that enable con-
sumers to send text messages to and 
receive text messages from all or sub-
stantially all text-capable U.S. tele-
phone numbers, including through the 
use of applications downloaded or oth-
erwise installed on mobile phones. 

(2) Automatic bounce-back message. An 
automatic text message delivered to a 
consumer by a covered text provider in 
response to the consumer’s attempt to 
send a text message to 911 when the 
consumer is located in an area where 
text-to-911 service is unavailable or the 
covered text provider does not support 
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text-to-911 service generally or in the 
area where the consumer is located at 
the time. 

(3) Provision of automatic bounce-back 
messages. No later than September 30, 
2013, all covered text providers shall 
provide an automatic bounce-back 
message under the following cir-
cumstances: 

(i) A consumer attempts to send a 
text message to a Public Safety An-
swering Point (PSAP) by means of the 
three-digit short code ‘‘911’’; and 

(ii) The covered text provider cannot 
deliver the text because the consumer 
is located in an area where: 

(A) Text-to-911 service is unavailable; 
or 

(B) The covered text provider does 
not support text-to-911 service at the 
time. 

(4) Automatic bounce-back message ex-
ceptions. (i) A covered text provider is 
not required to provide an automatic 
bounce-back message when: 

(A) Transmission of the text message 
is not controlled by the provider; 

(B) A consumer is attempting to text 
911, through a text messaging applica-
tion that requires CMRS service, from 
a non-service initialized handset; 

(C) When the text-to-911 message can-
not be delivered to a PSAP due to fail-
ure in the PSAP network that has not 
been reported to the provider; or 

(D) A consumer is attempting to text 
911 through a device that is incapable 
of sending texts via three digit short 
codes, provided the software for the de-
vice cannot be upgraded over the air to 
allow text-to-911. 

(ii) The provider of a preinstalled or 
downloadable interconnected text ap-
plication is considered to have ‘‘con-
trol’’ over transmission of text mes-
sages for purposes of paragraph 
(q)(4)(i)(A) of this section. However, if a 
user or a third party modifies or ma-
nipulates the application after it is in-
stalled or downloaded so that it no 
longer supports bounce-back mes-
saging, the application provider will be 
presumed not to have control. 

(5) Automatic bounce-back message min-
imum requirements. The automatic 
bounce-back message shall, at a min-
imum, inform the consumer that text- 
to-911 service is not available and ad-
vise the consumer or texting program 

user to use another means to contact 
emergency services. 

(6) Temporary suspension of text-to-911 
service. Covered text providers that 
support text-to-911 must provide a 
mechanism to allow PSAPs that accept 
text-to-911 to request temporary sus-
pension of text-to-911 service for any 
reason, including, but not limited to, 
network congestion, call taker over-
load, PSAP failure, or security breach, 
and to request resumption of text-to- 
911 service after such temporary sus-
pension. During any period of suspen-
sion of text-to-911 service, the covered 
text provider must provide an auto-
matic bounce-back message to any 
consumer attempting to text to 911 in 
the area subject to the temporary sus-
pension. 

(7) Roaming. Notwithstanding any 
other provisions in this section, when a 
consumer is roaming on a covered text 
provider’s host network pursuant to 
§ 20.12, the covered text provider oper-
ating the consumer’s home network 
shall have the obligation to originate 
an automatic bounce-back message to 
such consumer when the consumer is 
located in an area where text-to-911 
service is unavailable, or the home pro-
vider does not support text-to-911 serv-
ice in that area at the time. The host 
provider shall not impede the con-
sumer’s 911 text message to the home 
provider and/or any automatic bounce- 
back message originated by the home 
provider to the consumer roaming on 
the host network. 

(8) Software application provider. A 
software application provider that 
transmits text messages directly into 
the SMS network of the consumer’s un-
derlying CMRS provider satisfies the 
obligations of paragraph (q)(3) of this 
section provided it does not prevent or 
inhibit delivery of the CMRS provider’s 
automatic bounce-back message to the 
consumer. 

(9) 911 text message. A 911 text mes-
sage is a message, consisting of text 
characters, sent to the short code ‘‘911’’ 
and intended to be delivered to a PSAP 
by a covered text provider, regardless 
of the text messaging platform used. 

(10) Delivery of 911 text messages. (i) No 
later than December 31, 2014, all cov-
ered text providers must have the capa-
bility to route a 911 text message to a 
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PSAP. In complying with this require-
ment, covered text providers must ob-
tain location information sufficient to 
route text messages to the same PSAP 
to which a 911 voice call would be rout-
ed, unless the responsible local or state 
entity designates a different PSAP to 
receive 911 text messages and informs 
the covered text provider of that 
change. All covered text providers 
using device-based location informa-
tion that requires consumer activation 
must clearly inform consumers that 
they must grant permission for the 
text messaging application to access 
the wireless device’s location informa-
tion in order to enable text-to-911. If a 
consumer does not permit this access, 
the covered text provider’s text appli-
cation must provide an automated 
bounce-back message as set forth in 
paragraph (q)(3) of this section. 

(ii) Covered text providers must 
begin routing all 911 text messages to a 
PSAP by June 30, 2015, or within six 
months of the PSAP’s valid request for 
text-to-911 service, whichever is later, 
unless an alternate timeframe is 
agreed to by both the PSAP and the 
covered text provider. The covered text 
provider must notify the Commission 
of the dates and terms of the alternate 
timeframe within 30 days of the par-
ties’ agreement. 

(iii) Valid Request means that: 
(A) The requesting PSAP is, and cer-

tifies that it is, technically ready to re-
ceive 911 text messages in the format 
requested; 

(B) The appropriate local or state 911 
service governing authority has spe-
cifically authorized the PSAP to ac-
cept and, by extension, the covered 
text provider to provide, text-to-911 
service; and 

(C) The requesting PSAP has pro-
vided notification to the covered text 
provider that it meets the foregoing re-
quirements. Registration by the PSAP 
in a database made available by the 
Commission in accordance with re-
quirements established in connection 
therewith, or any other written notifi-
cation reasonably acceptable to the 
covered text provider, shall constitute 
sufficient notification for purposes of 
this paragraph. 

(iv) The requirements set forth in 
paragraphs (q)(10)(i) through (iii) of 

this section do not apply to in-flight 
text messaging providers, MSS pro-
viders, or IP Relay service providers, or 
to 911 text messages that originate 
from Wi-Fi only locations or that are 
transmitted from devices that cannot 
access the CMRS network. 

(v) No later than January 6, 2022, cov-
ered text providers must provide the 
following location information with all 
911 text messages routed to a PSAP: 
Automated dispatchable location, if 
technically feasible; otherwise, either 
end-user manual provision of location 
information, or enhanced location in-
formation, which may be coordinate- 
based, consisting of the best available 
location that can be obtained from any 
available technology or combination of 
technologies at reasonable cost. 

(11) Access to SMS networks for 911 text 
messages. To the extent that CMRS pro-
viders offer Short Message Service 
(SMS), they shall allow access by any 
other covered text provider to the ca-
pabilities necessary for transmission of 
911 text messages originating on such 
other covered text providers’ applica-
tion services. Covered text providers 
using the CMRS network to deliver 911 
text messages must clearly inform con-
sumers that, absent an SMS plan with 
the consumer’s underlying CMRS pro-
vider, the covered text provider may be 
unable to deliver 911 text messages. 
CMRS providers may migrate to other 
technologies and need not retain SMS 
networks solely for other covered text 
providers’ 911 use, but must notify the 
affected covered text providers not less 
than 90 days before the migration is to 
occur. 

(r) Contraband Interdiction System 
(CIS) requirement. CIS providers regu-
lated as private mobile radio service 
(see § 9.3) must transmit all wireless 911 
calls without respect to their call vali-
dation process to a Public Safety An-
swering Point, or, where no Public 
Safety Answering Point has been des-
ignated, to a designated statewide de-
fault answering point or appropriate 
local emergency authority pursuant to 
§ 9.4, provided that ‘‘all wireless 911 
calls’’ is defined as ‘‘any call initiated 
by a wireless user dialing 911 on a 
phone using a compliant radio fre-
quency protocol of the serving car-
rier.’’ This requirement shall not apply 
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if the Public Safety Answering Point 
or emergency authority informs the 
CIS provider that it does not wish to 
receive 911 calls from the CIS provider. 

(s) Compliance date(s). Paragraphs 
(i)(2)(ii)(C) and (D), (i)(4)(iv) and (v), 
(j)(4), (k), and (q)(10)(v) of this section 
contain information-collection and rec-
ordkeeping requirements. Compliance 
with paragraphs (i)(2)(ii)(C) and (D), 
(i)(4)(iv) and (v), (j)(4), (k) and (q)(10)(v) 
will not be required until after ap-
proval by the Office of Management 
and Budget. The Commission will pub-
lish a document in the FEDERAL REG-
ISTER announcing compliance dates 
with those paragraphs and revising this 
paragraph (s) accordingly. 

[84 FR 66760, Dec. 5, 2019, as amended at 85 
FR 2675, Jan. 16, 2020; 85 FR 53246, Aug. 28, 
2020] 

Subpart D—Interconnected Voice 
over Internet Protocol Services 

§ 9.11 E911 Service. 
(a) Before January 6, 2021, for fixed 

services and before January 6, 2022, for 
non-fixed services—(1) Scope. The fol-
lowing requirements of paragraphs 
(a)(1) through (5) of this section are 
only applicable to providers of inter-
connected VoIP services, except those 
interconnected VoIP services that ful-
fill each paragraphs (1)(i) through (iii) 
of the definition of interconnected 
VoIP service in § 9.3, and also permit 
users generally to terminate calls to 
the public switched telephone network. 
Further, the following requirements 
apply only to 911 calls placed by users 
whose Registered Location is in a geo-
graphic area served by a Wireline E911 
Network (which, as defined in § 9.3, in-
cludes a selective router). 

(2) E911 Service. As of November 28, 
2005: 

(i) Interconnected VoIP service pro-
viders must, as a condition of providing 
service to a consumer, provide that 
consumer with E911 service as de-
scribed in this section; 

(ii) Interconnected VoIP service pro-
viders must transmit all 911 calls, as 
well as ANI and the caller’s Registered 
Location for each call, to the PSAP, 
designated statewide default answering 
point, or appropriate local emergency 
authority that serves the caller’s Reg-

istered Location and that has been des-
ignated for telecommunications car-
riers pursuant to § 9.4, provided that 
‘‘all 911 calls’’ is defined as ‘‘any voice 
communication initiated by an inter-
connected VoIP user dialing 911;’’ 

(iii) All 911 calls must be routed 
through the use of ANI and, if nec-
essary, pseudo-ANI, via the dedicated 
Wireline E911 Network; and 

(iv) The Registered Location must be 
available to the appropriate PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority from or through the appro-
priate automatic location information 
(ALI) database. 

(3) Service Level Obligation. Notwith-
standing the provisions in paragraph 
(a)(2) of this section, if a PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority is not capable of receiving 
and processing either ANI or location 
information, an interconnected VoIP 
service provider need not provide such 
ANI or location information; however, 
nothing in this paragraph affects the 
obligation under paragraph (a)(2)(iii) of 
this section of an interconnected VoIP 
service provider to transmit via the 
Wireline E911 Network all 911 calls to 
the PSAP, designated statewide default 
answering point, or appropriate local 
emergency authority that serves the 
caller’s Registered Location and that 
has been designated for telecommuni-
cations carriers pursuant to § 9.4. 

(4) Registered Location requirement. As 
of November 28, 2005, interconnected 
VoIP service providers must: 

(i) Obtain from each customer, prior 
to the initiation of service, the phys-
ical location at which the service will 
first be used; and 

(ii) Provide their end users one or 
more methods of updating their Reg-
istered Location, including at least one 
option that requires use only of the 
CPE necessary to access the inter-
connected VoIP service. Any method 
used must allow an end user to update 
the Registered Location at will and in 
a timely manner. 

(5) Customer notification. Each inter-
connected VoIP service provider shall: 

(i) Specifically advise every sub-
scriber, both new and existing, promi-
nently and in plain language, of the 
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circumstances under which E911 serv-
ice may not be available through the 
interconnected VoIP service or may be 
in some way limited by comparison to 
traditional E911 service. Such cir-
cumstances include, but are not lim-
ited to, relocation of the end user’s IP- 
compatible CPE, use by the end user of 
a non-native telephone number, 
broadband connection failure, loss of 
electrical power, and delays that may 
occur in making a Registered Location 
available in or through the ALI data-
base; 

(ii) Obtain and keep a record of af-
firmative acknowledgement by every 
subscriber, both new and existing, of 
having received and understood the ad-
visory described in paragraph (a)(5)(i) 
of this section; and 

(iii) Either— 
(A) Distribute to its existing sub-

scribers, and to each new subscriber 
prior to the initiation of that sub-
scriber’s service, warning stickers or 
other appropriate labels warning sub-
scribers if E911 service may be limited 
or not available and instructing the 
subscriber to place them on or near the 
equipment used in conjunction with 
the interconnected VoIP service; or 

(B) Notify existing subscribers, and 
each new subscriber prior to the initi-
ation of that subscriber’s service, by 
other conspicuous means if E911 service 
may be limited or not available. 

(b) On or after January 6, 2021, for 
fixed services, and on or after January 6, 
2022, for non-fixed services—(1) Scope. 
The following requirements of para-
graphs (b)(1) through (5) of this section 
are only applicable to all providers of 
interconnected VoIP services. Further, 
these requirements apply only to 911 
calls placed by users whose 
dispatchable location is in a geo-
graphic area served by a Wireline E911 
Network (which, as defined in § 9.3, in-
cludes a selective router). 

(2) E911 Service—(i) Interconnected 
VoIP service providers must, as a con-
dition of providing service to a con-
sumer, provide that consumer with 
E911 service as described in this sec-
tion; 

(ii) Interconnected VoIP service pro-
viders must transmit the following to 
the PSAP, designated statewide default 
answering point, or appropriate local 

emergency authority that serves the 
caller’s dispatchable location and that 
has been designated for telecommuni-
cations carriers pursuant to § 9.4: 

(A) All 911 calls, provided that ‘‘all 
911 calls’’ is defined as ‘‘any voice com-
munication initiated by an inter-
connected VoIP user dialing 911;’’ 

(B) ANI; and 
(C) The location information de-

scribed in paragraph (b)(4) of this sec-
tion. 

(iii) All 911 calls must be routed 
through the use of ANI and, if nec-
essary, pseudo-ANI, via the dedicated 
Wireline E911 Network, provided that 
nothing in this subparagraph shall pre-
clude routing the call first to a na-
tional emergency call center to ascer-
tain the caller’s location in the event 
that the interconnected VoIP service 
provider is unable to obtain or confirm 
the caller’s location information; and 

(iv) The location information de-
scribed in paragraph (b)(4) of this sec-
tion must be available to the appro-
priate PSAP, designated statewide de-
fault answering point, or appropriate 
local emergency authority from or 
through the appropriate automatic lo-
cation information (ALI) database. 

(3) Service level obligation. Notwith-
standing the provisions in paragraph 
(b)(2) of this section, if a PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority is not capable of receiving 
and processing either ANI or location 
information, an interconnected VoIP 
service provider need not provide such 
ANI or location information; however, 
nothing in this paragraph affects the 
obligation under paragraph (b)(2)(iii) of 
this section of an interconnected VoIP 
service provider to transmit via the 
Wireline E911 Network all 911 calls to 
the PSAP, designated statewide default 
answering point, or appropriate local 
emergency authority that serves the 
caller’s dispatchable location and that 
has been designated for telecommuni-
cations carriers pursuant to § 9.4. 

(4) Location requirements. To meet 
E911 service requirements, inter-
connected VoIP service providers must 
provide location information with each 
911 call as follows: 

(i) Fixed interconnected VoIP serv-
ices. Providers of fixed interconnected 
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VoIP services must provide automated 
dispatchable location with each 911 
call. 

(ii) Non-fixed interconnected VoIP 
services. For non-fixed interconnected 
VoIP service (service that is capable of 
being used from more than one loca-
tion), interconnected VoIP service pro-
viders must provide location informa-
tion in accordance with paragraph 
(b)(4)(ii)(A) of this section, if tech-
nically feasible. Otherwise, inter-
connected VoIP service providers must 
either provide location information in 
accordance with paragraph (b)(4)(ii)(B) 
or (C), or meet paragraph (b)(4)(ii)(D) of 
this section. 

(A) Provide automated dispatchable 
location, if technically feasible. 

(B) Provide Registered Location in-
formation that meets the following re-
quirements: 

(1) The service provider has obtained 
from the customer, prior to the initi-
ation of service, the Registered Loca-
tion (as defined in § 9.3) at which the 
service will first be used; 

(2) The service provider has provided 
end users one or more methods of up-
dating their Registered Location, in-
cluding at least one option that re-
quires use only of the CPE necessary to 
access the interconnected VoIP service. 
Any method used must allow an end 
user to update the Registered Location 
at will and in a timely manner; and 

(3) The service provider must identify 
whether the service is being used to 
call 911 from a different location than 
the Registered Location, and if so, ei-
ther: 

(i) Prompt the customer to provide a 
new Registered Location; or 

(ii) Update the Registered Location 
without requiring additional action by 
the customer. 

(C) Provide Alternative Location In-
formation as defined in § 9.3. 

(D) Route the caller to a national 
emergency call center. 

(5) Customer notification. (i) Each 
interconnected VoIP service provider 
shall specifically advise every sub-
scriber, both new and existing, promi-
nently and in plain language, of the 
circumstances under which E911 serv-
ice may not be available through the 
interconnected VoIP service or may be 
in some way limited by comparison to 

traditional E911 service. Such cir-
cumstances include, but are not lim-
ited to, relocation of the end user’s IP- 
compatible CPE, use by the end user of 
a non-native telephone number, 
broadband connection failure, loss of 
electrical power, and delays that may 
occur in making a dispatchable loca-
tion available in or through the ALI 
database; 

(ii) Each interconnected VoIP service 
provider shall obtain and keep a record 
of affirmative acknowledgement by 
every subscriber, both new and exist-
ing, of having received and understood 
the advisory described in paragraph 
(b)(5)(i) of this section; and 

(iii) Each interconnected VoIP serv-
ice provider shall either: 

(A) Distribute to its existing sub-
scribers, and to each new subscriber 
prior to the initiation of that sub-
scriber’s service, warning stickers or 
labels warning subscribers if E911 serv-
ice may be limited or not available, 
and instructing the subscriber to place 
them on or near the equipment used in 
conjunction with the interconnected 
VoIP service; or 

(B) Notify existing subscribers, and 
each new subscriber prior to the initi-
ation of that subscriber’s service, by 
other conspicuous means if E911 service 
may be limited or not available. 

(c) Paragraphs (b)(2)(ii) and (iv), 
(b)(4), and (b)(5)(ii) and (iii) of this sec-
tion contain information-collection 
and recordkeeping requirements. Com-
pliance will not be required until after 
approval by the Office of Management 
and Budget. The Commission will pub-
lish a document in the FEDERAL REG-
ISTER announcing that compliance date 
and revising this paragraph accord-
ingly. 

§ 9.12 Access to 911 and E911 service 
capabilities. 

(a) Access. Subject to the other re-
quirements of this part, an owner or 
controller of a capability that can be 
used for 911 or E911 service shall make 
that capability available to a request-
ing interconnected VoIP provider as 
set forth in paragraphs (a)(1) and (2) of 
this section. 

(1) If the owner or controller makes 
the requested capability available to a 

VerDate Sep<11>2014 10:43 Jun 03, 2021 Jkt 250214 PO 00000 Frm 00823 Fmt 8010 Sfmt 8010 Y:\SGML\250214.XXX 250214sp
as

ch
al

 o
n 

D
S

K
JM

0X
7X

2P
R

O
D

 w
ith

 C
F

R



814 

47 CFR Ch. I (10–1–20 Edition) § 9.13 

CMRS provider, the owner or con-
troller must make that capability 
available to the interconnected VoIP 
provider. An owner or controller makes 
a capability available to a CMRS pro-
vider if the owner or controller offers 
that capability to any CMRS provider. 

(2) If the owner or controller does not 
make the requested capability avail-
able to a CMRS provider within the 
meaning of paragraph (a)(1) of this sec-
tion, the owner or controller must 
make that capability available to a re-
questing interconnected VoIP provider 
only if that capability is necessary to 
enable the interconnected VoIP pro-
vider to provide 911 or E911 service in 
compliance with the Commission’s 
rules. 

(b) Rates, terms, and conditions. The 
rates, terms, and conditions on which a 
capability is provided to an inter-
connected VoIP provider under para-
graph (a) of this section shall be rea-
sonable. For purposes of this para-
graph, it is evidence that rates, terms, 
and conditions are reasonable if they 
are: 

(1) The same as the rates, terms, and 
conditions that are made available to 
CMRS providers, or 

(2) In the event such capability is not 
made available to CMRS providers, the 
same rates, terms, and conditions that 
are made available to any tele-
communications carrier or other entity 
for the provision of 911 or E911 service. 

(c) Permissible use. An interconnected 
VoIP provider that obtains access to a 
capability pursuant to this section 
may use that capability only for the 
purpose of providing 911 or E911 service 
in accordance with the Commission’s 
rules. 

Subpart E—Telecommunications 
Relay Services for Persons 
with Disabilities 

§ 9.13 Jurisdiction. 
Any violation of this subpart E by 

any common carrier engaged in intra-
state communication shall be subject 
to the same remedies, penalties, and 
procedures as are applicable to a viola-
tion of the Act by a common carrier 
engaged in interstate communication. 
For purposes of this subpart, all regu-
lations and requirements applicable to 

common carriers shall also be applica-
ble to providers of interconnected VoIP 
service as defined in § 9.3. 

§ 9.14 Emergency calling require-
ments. 

(a) Emergency call handling require-
ments for TTY-based TRS providers. 
TTY-based TRS providers must use a 
system for incoming emergency calls 
that, at a minimum, automatically and 
immediately transfers the caller to an 
appropriate Public Safety Answering 
Point (PSAP). An appropriate PSAP is 
either a PSAP that the caller would 
have reached if the caller had dialed 
911 directly, or a PSAP that is capable 
of enabling the dispatch of emergency 
services to the caller in an expeditious 
manner. 

(b) Additional emergency calling re-
quirements applicable to internet-based 
TRS providers. (1) The requirements of 
paragraphs (b)(2)(i) and (iv) of this sec-
tion shall not apply to providers of 
VRS and IP Relay to which § 9.14(c) and 
(d) apply. 

(2) Each provider of internet-based 
TRS shall: 

(i) When responsible for placing or 
routing voice calls to the public 
switched telephone network, accept 
and handle emergency calls and access, 
either directly or via a third party, a 
commercially available database that 
will allow the provider to determine an 
appropriate PSAP, designated state-
wide default answering point, or appro-
priate local emergency authority that 
corresponds to the caller’s location, 
and to relay the call to that entity; 

(ii) Implement a system that ensures 
that the provider answers an incoming 
emergency call before other non-emer-
gency calls (i.e., prioritize emergency 
calls and move them to the top of the 
queue); 

(iii) Provide 911 and E911 service in 
accordance with paragraphs (c) 
through (e) of this section, as applica-
ble; 

(iv) Deliver to the PSAP, designated 
statewide default answering point, or 
appropriate local emergency authority, 
at the outset of the outbound leg of an 
emergency call, at a minimum, the 
name of the relay user and location of 
the emergency, as well as the name of 
the relay provider, the CA’s callback 
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number, and the CA’s identification 
number, thereby enabling the PSAP, 
designated statewide default answering 
point, or appropriate local emergency 
authority to re-establish contact with 
the CA in the event the call is discon-
nected; 

(v) In the event one or both legs of an 
emergency call are disconnected (i.e., 
either the call between the TRS user 
and the CA, or the outbound voice tele-
phone call between the CA and the 
PSAP, designated statewide default an-
swering point, or appropriate local 
emergency authority), immediately re- 
establish contact with the TRS user 
and/or the appropriate PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority and resume handling the 
call; and 

(vi) Ensure that information ob-
tained as a result of this section is lim-
ited to that needed to facilitate 911 
services, is made available only to 
emergency call handlers and emer-
gency response or law enforcement per-
sonnel, and is used for the sole purpose 
of ascertaining a user’s location in an 
emergency situation or for other emer-
gency or law enforcement purposes. 

(c) E911 Service for VRS and IP Relay 
before January 6, 2021, for fixed services, 
and before January 6, 2022, for non-fixed 
services—(1) Scope. The following re-
quirements of paragraphs (c)(1) 
through (4) of this section are only ap-
plicable to providers of VRS or IP 
Relay. Further, these requirements 
apply only to 911 calls placed by reg-
istered users whose Registered Loca-
tion is in a geographic area served by a 
Wireline E911 Network and is available 
to the provider handling the call. 

(2) E911 Service. VRS or IP Relay pro-
viders must, as a condition of providing 
service to a user: 

(i) Provide that user with E911 serv-
ice as described in this section; 

(ii) Request, at the beginning of each 
emergency call, the caller’s name and 
location information, unless the VRS 
or IP Relay provider already has, or 
has access to, Registered Location in-
formation for the caller; 

(iii) Transmit all 911 calls, as well as 
ANI, the caller’s Registered Location, 
the name of the VRS or IP Relay pro-
vider, and the CA’s identification num-

ber for each call, to the PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority that serves the caller’s Reg-
istered Location and that has been des-
ignated for telecommunications car-
riers pursuant to § 9.4, provided that 
‘‘all 911 calls’’ is defined as ‘‘any com-
munication initiated by an VRS or IP 
Relay user dialing 911’’; 

(iv) Route all 911 calls through the 
use of ANI and, if necessary, pseudo- 
ANI, via the dedicated Wireline E911 
Network, provided that nothing in this 
subparagraph shall preclude routing 
the call first to a call center to ascer-
tain the caller’s location in the event 
that the VRS or IP Relay provider be-
lieves the caller may not be located at 
the Registered Location; and 

(v) Make the Registered Location, 
the name of the VRS or IP Relay pro-
vider, and the CA’s identification num-
ber available to the appropriate PSAP, 
designated statewide default answering 
point, or appropriate local emergency 
authority from or through the appro-
priate automatic location information 
(ALI) database. 

(3) Service level obligation. Notwith-
standing the provisions in paragraph 
(c)(2) of this section, if a PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority is not capable of receiving 
and processing either ANI or location 
information, a VRS or IP Relay pro-
vider need not provide such ANI or lo-
cation information; however, nothing 
in this paragraph affects the obligation 
under paragraph (c)(2)(iv) of this sec-
tion of a VRS or IP Relay provider to 
transmit via the Wireline E911 Net-
work all 911 calls to the PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority that serves the caller’s Reg-
istered Location and that has been des-
ignated for telecommunications car-
riers pursuant to § 9.4. 

(4) Registered location requirement. 
VRS and IP Relay providers must: 

(i) Obtain from each Registered 
internet-based TRS user, prior to the 
initiation of service, the physical loca-
tion at which the service will first be 
used; and 
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(ii) If the VRS or IP Relay is capable 
of being used from more than one loca-
tion, provide their registered internet- 
based TRS users one or more methods 
of updating the user’s Registered Loca-
tion, including at least one option that 
requires use only of the iTRS access 
technology necessary to access the 
VRS or IP Relay. Any method used 
must allow a registered internet-based 
TRS user to update the Registered Lo-
cation at will and in a timely manner. 

(d) E911 Service for VRS and IP Relay 
on or after January 6, 2021, for fixed serv-
ices, and on or after January 6, 2022, for 
non-fixed services—(1) Scope. The fol-
lowing requirements of paragraphs 
(d)(1) through (4) of this section are 
only applicable to providers of VRS or 
IP Relay. Further, these requirements 
apply only to 911 calls placed by reg-
istered users whose dispatchable loca-
tion is in a geographic area served by a 
Wireline E911 Network and is available 
to the provider handling the call. 

(2) E911 Service. VRS or IP Relay pro-
viders must, as a condition of providing 
service to a user: 

(i) Provide that user with E911 serv-
ice as described in this section; 

(ii) Request, at the beginning of each 
emergency call, the caller’s name and 
dispatchable location, unless the VRS 
or IP relay provider already has, or has 
access to the location information de-
scribed in paragraph (d)(4) of this sec-
tion; 

(iii) Transmit the following to the 
PSAP, designated statewide default an-
swering point, or appropriate local 
emergency authority that serves the 
caller’s dispatchable location and that 
has been designated for telecommuni-
cations carriers pursuant to § 9.4: 

(A) All 911 calls, provided that ‘‘all 
911 calls’’ is defined as ‘‘any commu-
nication initiated by an VRS or IP 
Relay user dialing 911;’’ 

(B) ANI, the name of the VRS or IP 
Relay provider, and the CA’s identifica-
tion number for each call; and 

(C) The location information de-
scribed in paragraph (d)(4) of this sec-
tion. 

(iv) Route all 911 calls through the 
use of ANI and, if necessary, pseudo- 
ANI, via the dedicated Wireline E911 
Network, provided that nothing in this 
subparagraph shall preclude routing 

the call first to a call center to ascer-
tain the caller’s location in the event 
that the VRS or IP Relay provider is 
unable to obtain or confirm the caller’s 
location information; and 

(v) Make the location information 
described in paragraph (d)(4) of this 
section, the name of the VRS or IP 
Relay provider, and the CA’s identifica-
tion number available to the appro-
priate PSAP, designated statewide de-
fault answering point, or appropriate 
local emergency authority from or 
through the appropriate automatic lo-
cation information (ALI) database. 

(3) Service level obligation. Notwith-
standing the provisions in paragraph 
(d)(2) of this section, if a PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority is not capable of receiving 
and processing either ANI or location 
information, a VRS or IP Relay pro-
vider need not provide such ANI or lo-
cation information; however, nothing 
in this paragraph affects the obligation 
under paragraph (d)(2)(iv) of this sec-
tion of a VRS or IP Relay provider to 
transmit via the Wireline E911 Net-
work all 911 calls to the PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority that serves the caller’s 
dispatchable location and that has 
been designated for telecommuni-
cations carriers pursuant to § 9.4. 

(4) Location requirements. To meet 
E911 service requirements, VRS and IP 
Relay providers must provide location 
information with each 911 call as fol-
lows: 

(i) Fixed VRS and IP Relay services. 
Providers of fixed VRS and IP Relay 
services must provide automated 
dispatchable location with each 911 
call. 

(ii) Non-fixed VRS and IP Relay serv-
ices. For non-fixed VRS and IP Relay 
services (service that is capable of 
being used from more than one loca-
tion), VRS and IP Relay service pro-
viders must provide location informa-
tion in accordance with paragraph 
(d)(4)(ii)(A) of this section, if tech-
nically feasible. Otherwise, VRS and IP 
Relay service providers must either 
provide location information in accord-
ance with paragraph (d)(4)(ii)(B) or (C), 
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or meet paragraph (d)(4)(ii)(D) of this 
section. 

(A) Provide automated dispatchable 
location, if technically feasible. 

(B) Provide Registered Location in-
formation that meets the following re-
quirements: 

(1) The service provider has obtained 
from the customer, prior to the initi-
ation of service, the Registered Loca-
tion (as defined in § 9.3) at which the 
service will first be used; 

(2) The service provider has provided 
end users one or more methods of up-
dating their Registered Location, in-
cluding at least one option that re-
quires use only of the internet-based 
TRS access technology necessary to ac-
cess the VRS or IP Relay. Any method 
used must allow an end user to update 
the Registered Location at will and in 
a timely manner; and 

(3) If the VRS or IP Relay is capable 
of being used from more than one loca-
tion, if it is not possible to automati-
cally determine the Registered inter-
net-based TRS user’s location at the 
time of the initiation of an emergency 
call, verify the current location with 
the user at the beginning of an emer-
gency call. 

(C) Provide Alternative Location In-
formation as defined in § 9.3. 

(D) Route the caller to a call center. 
(e) E911 Service for IP CTS on or after 

January 6, 2021, for fixed services, and on 
or after January 6, 2022, for non-fixed 
services—(1) Scope. The following re-
quirements of paragraphs (e)(1) 
through (4) of this section are only ap-
plicable to ‘‘covered IP CTS pro-
viders,’’ who are providers of IP CTS to 
the extent that the IP CTS provider, 
itself or through an entity with whom 
the IP CTS provider contracts, places 
or routes voice calls to the public 
switched telephone network. Further, 
these requirements apply only to 911 
calls placed by a registered user whose 
dispatchable location is in a geo-
graphic area served by a Wireline E911 
Network and is available to the pro-
vider handling the call. 

(2) E911 Service. Covered IP CTS pro-
viders must, as a condition of providing 
service to a user: 

(i) Provide that user with E911 serv-
ice as described in this section; 

(ii) Transmit or provide the following 
to the PSAP, designated statewide de-
fault answering point, or appropriate 
local emergency authority that serves 
the caller’s dispatchable location and 
that has been designated for tele-
communications carriers pursuant to 
§ 9.4: 

(A) All 911 calls, provided that ‘‘all 
911 calls’’ is defined as ‘‘any commu-
nication initiated by an IP CTS user 
dialing 911;’’ 

(B) With the call, a telephone number 
that is assigned to the caller and that 
enables the PSAP, designated state-
wide default answering point, or appro-
priate local emergency authority to 
call the 911 caller back directly, while 
enabling the caller to receive captions 
on the callback; and 

(C) The location information de-
scribed in paragraph (e)(4) of this sec-
tion. 

(iii) Route all 911 calls through the 
use of ANI and, if necessary, pseudo- 
ANI, via the dedicated Wireline E911 
Network, provided that nothing in this 
subparagraph shall preclude routing 
the call first to a call center to ascer-
tain the caller’s location in the event 
that the covered IP CTS provider is un-
able to obtain or confirm the caller’s 
location information; and 

(iv) Make the location information 
described in paragraph (e)(4) of this 
section and callback number available 
to the appropriate PSAP, designated 
statewide default answering point, or 
appropriate local emergency authority 
from or through the appropriate auto-
matic location information (ALI) data-
base. 

(3) Service level obligation. Notwith-
standing the provisions in paragraph 
(e)(2) of this section, if a PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority is not capable of receiving 
and processing either ANI or location 
information, a covered IP CTS provider 
need not provide such ANI or location 
information; however, nothing in this 
paragraph affects the obligation under 
paragraph (e)(2)(iii) of this section of a 
covered IP CTS provider to transmit 
via the Wireline E911 Network all 911 
calls to the PSAP, designated state-
wide default answering point, or appro-
priate local emergency authority that 
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serves the caller’s dispatchable loca-
tion and that has been designated for 
telecommunications carriers pursuant 
to § 9.4. 

(4) Location requirements. To meet 
E911 service requirements, covered IP 
CTS providers must provide location 
information with each 911 call as fol-
lows: 

(i) Fixed IP CTS. Providers of fixed 
IP CTS must provide automated 
dispatchable location with each 911 
call. 

(ii) Non-fixed IP CTS. For non-fixed 
IP CTS (service that is capable of being 
used from more than one location), 
covered IP CTS providers must provide 
location information in accordance 
with paragraph (e)(4)(ii)(A) of this sec-
tion, if technically feasible. Otherwise, 
covered IP CTS providers must either 
provide location information in accord-
ance with paragraph (e)(4)(ii)(B) or (C), 
or meet paragraph (e)(4)(iii)(D) of this 
section. 

(A) Provide automated dispatchable 
location, if technically feasible. 

(B) Provide Registered Location in-
formation that meets the following re-
quirements: 

(1) The service provider has obtained 
from the customer, prior to the initi-
ation of service, the Registered Loca-
tion (as defined in § 9.3) at which the 
service will first be used; and 

(2) The service provider has provided 
end users one or more methods of up-
dating their Registered Location, in-
cluding at least one option that re-
quires use only of the internet-based 
TRS access technology necessary to ac-
cess the IP CTS. Any method used 
must allow an end user to update the 
Registered Location at will and in a 
timely manner. 

(C) Provide Alternative Location In-
formation as defined in § 9.3. 

(D) Route the caller to a call center. 
(f) Paragraphs (d)(2)(ii), (iii), and (v), 

(d)(4), (e)(2)(ii) and (iv), and (e)(4) of 
this section contain information-col-
lection and recordkeeping require-
ments. Compliance will not be required 
until after approval by the Office of 
Management and Budget. The Commis-
sion will publish a document in the 
FEDERAL REGISTER announcing that 
compliance date and revising this para-
graph accordingly. 

Subpart F—Multi-Line Telephone 
Systems 

§ 9.15 Applicability. 
The rules in this subpart F apply to: 
(a) A person engaged in the business 

of manufacturing, importing, selling, 
or leasing multi-line telephone sys-
tems; 

(b) A person engaged in the business 
of installing, managing, or operating 
multi-line telephone systems; 

(c) Any multi-line telephone system 
that is manufactured, imported, offered 
for first sale or lease, first sold or 
leased, or installed after February 16, 
2020. 

§ 9.16 General obligations—direct 911 
dialing, notification, and 
dispatchable location. 

(a) Obligation of manufacturers, import-
ers, sellers, and lessors. (1) A person en-
gaged in the business of manufac-
turing, importing, selling, or leasing 
multi-line telephone systems may not 
manufacture or import for use in the 
United States, or sell or lease or offer 
to sell or lease in the United States, a 
multi-line telephone system, unless 
such system is pre-configured such 
that, when properly installed in ac-
cordance with paragraph (b) of this sec-
tion, a user may directly initiate a call 
to 911 from any station equipped with 
dialing facilities, without dialing any 
additional digit, code, prefix, or post- 
fix, including any trunk-access code 
such as the digit 9, regardless of wheth-
er the user is required to dial such a 
digit, code, prefix, or post-fix for other 
calls. 

(2) A person engaged in the business 
of manufacturing, importing, selling, 
or leasing multi-line telephone systems 
may not manufacture or import for use 
in the United States, or sell or lease or 
offer to sell or lease in the United 
States, a multi-line telephone system, 
unless such system has the capability, 
after proper installation in accordance 
with paragraph (b) of this section, of 
providing the dispatchable location of 
the caller to the PSAP with 911 calls. 

(b) Obligation of installers, managers, 
or operators. (1) A person engaged in the 
business of installing, managing, or op-
erating multi-line telephone systems 
may not install, manage, or operate for 
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use in the United States such a system, 
unless such system is configured such 
that a user may directly initiate a call 
to 911 from any station equipped with 
dialing facilities, without dialing any 
additional digit, code, prefix, or post- 
fix, including any trunk-access code 
such as the digit 9, regardless of wheth-
er the user is required to dial such a 
digit, code, prefix, or post-fix for other 
calls. 

(2) A person engaged in the business 
of installing, managing, or operating 
multi-line telephone systems shall, in 
installing, managing, or operating such 
a system for use in the United States, 
configure the system to provide MLTS 
notification to a central location at 
the facility where the system is in-
stalled or to another person or organi-
zation regardless of location, if the sys-
tem is able to be configured to provide 
the notification without an improve-
ment to the hardware or software of 
the system. MLTS notification must 
meet the following requirements: 

(i) MLTS notification must be initi-
ated contemporaneously with the 911 
call, provided that it is technically fea-
sible to do so; 

(ii) MLTS notification must not 
delay the call to 911; and 

(iii) MLTS notification must be sent 
to a location where someone is likely 
to see or hear it. 

(3) A person engaged in the business 
of installing multi-line telephone sys-
tems may not install such a system in 
the United States unless it is config-
ured such that it is capable of being 
programmed with and conveying the 
dispatchable location of the caller to 
the PSAP with 911 calls consistent 
with paragraphs (i), (ii) and (iii) of this 
section. A person engaged in the busi-
ness of managing or operating multi- 
line telephone systems may not man-
age or operate such a system in the 
United States unless it is configured 
such that the dispatchable location of 
the caller is conveyed to the PSAP 
with 911 calls consistent with para-
graphs (i), (ii) and (iii) of this section. 

(i) Dispatchable location require-
ments for on-premises fixed telephones 
associated with a multi-line telephone 
system. An on-premises fixed telephone 
associated with a multi-line telephone 
system shall provide automated 

dispatchable location no later than 
January 6, 2021; 

(ii) Dispatchable location require-
ments for on-premises non-fixed de-
vices associated with a multi-line tele-
phone system. No later than January 6, 
2022, an on-premises non-fixed device 
associated with a multi-line telephone 
system shall provide to the appropriate 
PSAP automated dispatchable loca-
tion, when technically feasible; other-
wise, it shall provide dispatchable loca-
tion based on end user manual update, 
or alternative location information as 
defined in § 9.3. 

(iii) Dispatchable location require-
ments for off-premises devices associ-
ated with a multi-line telephone sys-
tem. No later than January 6, 2022, an 
off-premises device associated with a 
multi-line telephone system shall pro-
vide to the appropriate PSAP auto-
matic dispatchable location, if tech-
nically feasible; otherwise, it shall pro-
vide dispatchable location based on end 
user manual update, or enhanced loca-
tion information, which may be coordi-
nate-based, consisting of the best avail-
able location that can be obtained from 
any available technology or combina-
tion of technologies at reasonable cost. 

(c) Compliance date. Paragraphs 
(b)(3)(i) through (iii) of this section 
contain information-collection and rec-
ordkeeping requirements. Compliance 
will not be required until after ap-
proval by the Office of Management 
and Budget. The Commission will pub-
lish a document in the FEDERAL REG-
ISTER announcing that compliance date 
and revising this paragraph accord-
ingly. 

§ 9.17 Enforcement, compliance date, 
State law. 

(a) Enforcement. (1) Sections 9.16(a)(1) 
and (b)(1) and (2) shall be enforced 
under title V of the Communications 
Act of 1934, as amended, 5 U.S.C. 501 et 
seq., except that section 501 applies 
only to the extent that such section 
provides for the punishment of a fine. 

(2) In the event of noncompliance 
with § 9.16(b), the person engaged in the 
business of managing the multi-line 
telephone system shall be presumed to 
be responsible for the noncompliance. 

(3) Persons alleging a violation of the 
rules in § 9.16 may file a complaint 
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under the procedures set forth in 
§§ 1.711 through 1.737 of this chapter. 

(b) Compliance date. The compliance 
date for this subpart F is February 16, 
2020, unless otherwise noted. Accord-
ingly, the requirements in this subpart 
apply to a multi-line telephone system 
that is manufactured, imported, offered 
for first sale or lease, first sold or 
leased, or installed after February 16, 
2020, unless otherwise noted. 

(c) Effect on State law. Nothing in 
§ 9.16(a)(1) and (b)(1) and (2) is intended 
to alter the authority of State commis-
sions or other State or local agencies 
with jurisdiction over emergency com-
munications, if the exercise of such au-
thority is not inconsistent with this 
subpart. 

Subpart G—Mobile-Satellite 
Service 

§ 9.18 Emergency Call Center service. 
(a) Providers of Mobile-Satellite 

Service to end-user customers (47 CFR 
part 25, subparts A through D) must 
provide Emergency Call Center service 
to the extent that they offer real-time, 
two way switched voice service that is 
interconnected with the public 
switched network and use an in-net-
work switching facility which enables 
the provider to reuse frequencies and/or 
accomplish seamless hand-offs of sub-
scriber calls. Emergency Call Center 
personnel must determine the emer-
gency caller’s phone number and loca-
tion and then transfer or otherwise re-
direct the call to an appropriate public 
safety answering point. Providers of 
Mobile-Satellite Services that use 
earth terminals that are not capable of 
use while in motion are exempt from 
providing Emergency Call Center serv-
ice for such terminals. 

(b) Each Mobile-Satellite Service car-
rier that is subject to the provisions of 
paragraph (a) of this section must 
maintain records of all 911 calls re-
ceived at its emergency call center. By 
October 15, of each year, Mobile-Sat-
ellite Service carriers providing service 
in the 1.6/2.4 GHz and 2 GHz bands must 
submit a report to the Commission re-
garding their call center data, current 
as of September 30 of that year. By 
June 30, of each year, Mobile-Satellite 
Service carriers providing service in 

bands other than 1.6/2.4 GHz and 2 GHz 
must submit a report to the Commis-
sion regarding their call center data, 
current as of May 31 of that year. 
These reports must include, at a min-
imum, the following: 

(1) The name and address of the car-
rier, the address of the carrier’s emer-
gency call center, and emergency call 
center contact information; 

(2) The aggregate number of calls re-
ceived by the call center each month 
during the relevant reporting period; 

(3) An indication of how many calls 
received by the call center each month 
during the relevant reporting period re-
quired forwarding to a public safety an-
swering point and how many did not 
require forwarding to a public safety 
answering point. 

Subpart H—Resiliency, Redun-
dancy, and Reliability of 911 
Communications 

§ 9.19 Reliability of covered 911 serv-
ice providers. 

(a) Definitions. Terms in this section 
shall have the following meanings: 

(1) Aggregation point. A point at 
which network monitoring data for a 
911 service area is collected and routed 
to a network operations center (NOC) 
or other location for monitoring and 
analyzing network status and perform-
ance. 

(2) Certification. An attestation by a 
certifying official, under penalty of 
perjury, that a covered 911 service pro-
vider: 

(i) Has satisfied the obligations of 
paragraph (c) of this section. 

(ii) Has adequate internal controls to 
bring material information regarding 
network architecture, operations, and 
maintenance to the certifying official’s 
attention. 

(iii) Has made the certifying official 
aware of all material information rea-
sonably necessary to complete the cer-
tification. 

(iv) The term ‘‘certification’’ shall 
include both an annual reliability cer-
tification under paragraph (c) of this 
section and an initial reliability cer-
tification under paragraph (d)(1) of this 
section, to the extent provided under 
paragraph (d)(1). 
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(3) Certifying official. A corporate offi-
cer of a covered 911 service provider 
with supervisory and budgetary au-
thority over network operations in all 
relevant service areas. 

(4) Covered 911 service provider. (i) Any 
entity that: 

(A) Provides 911, E911, or NG911 capa-
bilities such as call routing, automatic 
location information (ALI), automatic 
number identification (ANI), or the 
functional equivalent of those capabili-
ties, directly to a public safety answer-
ing point (PSAP), statewide default an-
swering point, or appropriate local 
emergency authority as defined in § 9.3; 
and/or 

(B) Operates one or more central of-
fices that directly serve a PSAP. For 
purposes of this section, a central of-
fice directly serves a PSAP if it hosts 
a selective router or ALI/ANI database, 
provides equivalent NG911 capabilities, 
or is the last service-provider facility 
through which a 911 trunk or adminis-
trative line passes before connecting to 
a PSAP. 

(ii) The term ‘‘covered 911 service 
provider’’ shall not include any entity 
that: 

(A) Constitutes a PSAP or govern-
mental authority to the extent that it 
provides 911 capabilities; or 

(B) Offers the capability to originate 
911 calls where another service provider 
delivers those calls and associated 
number or location information to the 
appropriate PSAP. 

(5) Critical 911 circuits. 911 facilities 
that originate at a selective router or 
its functional equivalent and terminate 
in the central office that serves the 
PSAP(s) to which the selective router 
or its functional equivalent delivers 911 
calls, including all equipment in the 
serving central office necessary for the 
delivery of 911 calls to the PSAP(s). 
Critical 911 circuits also include ALI 
and ANI facilities that originate at the 
ALI or ANI database and terminate in 
the central office that serves the 
PSAP(s) to which the ALI or ANI data-
bases deliver 911 caller information, in-
cluding all equipment in the serving 
central office necessary for the deliv-
ery of such information to the 
PSAP(s). 

(6) Diversity audit. A periodic analysis 
of the geographic routing of network 

components to determine whether they 
are physically diverse. Diversity audits 
may be performed through manual or 
automated means, or through a review 
of paper or electronic records, as long 
as they reflect whether critical 911 cir-
cuits are physically diverse. 

(7) Monitoring links. Facilities that 
collect and transmit network moni-
toring data to a NOC or other location 
for monitoring and analyzing network 
status and performance. 

(8) Physically diverse. Circuits or 
equivalent data paths are Physically 
Diverse if they provide more than one 
physical route between end points with 
no common points where a single fail-
ure at that point would cause both cir-
cuits to fail. Circuits that share a com-
mon segment such as a fiber-optic 
cable or circuit board are not Phys-
ically diverse even if they are logically 
diverse for purposes of transmitting 
data. 

(9) 911 service area. The metropolitan 
area or geographic region in which a 
covered 911 service provider operates a 
selective router or the functional 
equivalent to route 911 calls to the geo-
graphically appropriate PSAP. 

(10) Selective router. A 911 network 
component that selects the appropriate 
destination PSAP for each 911 call 
based on the location of the caller. 

(11) Tagging. An inventory manage-
ment process whereby critical 911 cir-
cuits are labeled in circuit inventory 
databases to make it less likely that 
circuit rearrangements will com-
promise diversity. A covered 911 service 
provider may use any system it wishes 
to tag circuits so long as it tracks 
whether critical 911 circuits are phys-
ically diverse and identifies changes 
that would compromise such diversity. 

(b) Provision of reliable 911 service. All 
covered 911 service providers shall take 
reasonable measures to provide reliable 
911 service with respect to circuit di-
versity, central-office backup power, 
and diverse network monitoring. Per-
formance of the elements of the certifi-
cation set forth in paragraphs (c)(1)(i), 
(c)(2)(i), and (c)(3)(i) of this section 
shall be deemed to satisfy the require-
ments of this paragraph. If a covered 
911 service provider cannot certify that 
it has performed a given element, the 
Commission may determine that such 
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provider nevertheless satisfies the re-
quirements of this paragraph based 
upon a showing in accordance with 
paragraph (c) of this section that it is 
taking alternative measures with re-
spect to that element that are reason-
ably sufficient to mitigate the risk of 
failure, or that one or more certifi-
cation elements are not applicable to 
its network. 

(c) Annual reliability certification. One 
year after the initial reliability certifi-
cation described in paragraph (d)(1) of 
this section and every year thereafter, 
a certifying official of every covered 
911 service provider shall submit a cer-
tification to the Commission as fol-
lows. 

(1) Circuit auditing. (i) A covered 911 
service provider shall certify whether 
it has, within the past year: 

(A) Conducted diversity audits of 
critical 911 circuits or equivalent data 
paths to any PSAP served; 

(B) Tagged such critical 911 circuits 
to reduce the probability of inad-
vertent loss of diversity in the period 
between audits; and 

(C) Eliminated all single points of 
failure in critical 911 circuits or equiv-
alent data paths serving each PSAP. 

(ii) If a Covered 911 Service Provider 
does not conform with all of the ele-
ments in paragraph (c)(1)(i) of this sec-
tion with respect to the 911 service pro-
vided to one or more PSAPs, it must 
certify with respect to each such 
PSAP: 

(A) Whether it has taken alternative 
measures to mitigate the risk of crit-
ical 911 circuits that are not physically 
diverse or is taking steps to remediate 
any issues that it has identified with 
respect to 911 service to the PSAP, in 
which case it shall provide a brief ex-
planation of such alternative measures 
or such remediation steps, the date by 
which it anticipates such remediation 
will be completed, and why it believes 
those measures are reasonably suffi-
cient to mitigate such risk; or 

(B) Whether it believes that one or 
more of the requirements of this para-
graph are not applicable to its net-
work, in which case it shall provide a 
brief explanation of why it believes any 
such requirement does not apply. 

(2) Backup power. (i) With respect to 
any central office it operates that di-

rectly serves a PSAP, a covered 911 
service provider shall certify whether 
it: 

(A) Provisions backup power through 
fixed generators, portable generators, 
batteries, fuel cells, or a combination 
of these or other such sources to main-
tain full-service functionality, includ-
ing network monitoring capabilities, 
for at least 24 hours at full office load 
or, if the central office hosts a selec-
tive router, at least 72 hours at full of-
fice load; provided, however, that any 
such portable generators shall be read-
ily available within the time it takes 
the batteries to drain, notwithstanding 
potential demand for such generators 
elsewhere in the service provider’s net-
work. 

(B) Tests and maintains all backup 
power equipment in such central of-
fices in accordance with the manufac-
turer’s specifications; 

(C) Designs backup generators in 
such central offices for fully automatic 
operation and for ease of manual oper-
ation, when required; 

(D) Designs, installs, and maintains 
each generator in any central office 
that is served by more than one backup 
generator as a stand-alone unit that 
does not depend on the operation of an-
other generator for proper functioning. 

(ii) If a covered 911 service provider 
does not conform with all of the ele-
ments in paragraph (c)(2)(i) of this sec-
tion, it must certify with respect to 
each such central office: 

(A) Whether it has taken alternative 
measures to mitigate the risk of a loss 
of service in that office due to a loss of 
power or is taking steps to remediate 
any issues that it has identified with 
respect to backup power in that office, 
in which case it shall provide a brief 
explanation of such alternative meas-
ures or such remediation steps, the 
date by which it anticipates such reme-
diation will be completed, and why it 
believes those measures are reasonably 
sufficient to mitigate such risk; or 

(B) Whether it believes that one or 
more of the requirements of this para-
graph are not applicable to its net-
work, in which case it shall provide a 
brief explanation of why it believes any 
such requirement does not apply. 

VerDate Sep<11>2014 10:43 Jun 03, 2021 Jkt 250214 PO 00000 Frm 00832 Fmt 8010 Sfmt 8010 Y:\SGML\250214.XXX 250214sp
as

ch
al

 o
n 

D
S

K
JM

0X
7X

2P
R

O
D

 w
ith

 C
F

R



823 

Federal Communications Commission § 9.19 

(3) Network monitoring. (i) A covered 
911 service provider shall certify 
whether it has, within the past year: 

(A) Conducted diversity audits of the 
aggregation points that it uses to gath-
er network monitoring data in each 911 
service area; 

(B) Conducted diversity audits of 
monitoring links between aggregation 
points and NOCs for each 911 service 
area in which it operates; and 

(C) Implemented physically diverse 
aggregation points for network moni-
toring data in each 911 service area and 
physically diverse monitoring links 
from such aggregation points to at 
least one NOC. 

(ii) If a Covered 911 Service Provider 
does not conform with all of the ele-
ments in paragraph (c)(3)(i) of this sec-
tion, it must certify with respect to 
each such 911 Service Area: 

(A) Whether it has taken alternative 
measures to mitigate the risk of net-
work monitoring facilities that are not 
physically diverse or is taking steps to 
remediate any issues that it has identi-
fied with respect to diverse network 
monitoring in that 911 service area, in 
which case it shall provide a brief ex-
planation of such alternative measures 
or such remediation steps, the date by 
which it anticipates such remediation 
will be completed, and why it believes 
those measures are reasonably suffi-
cient to mitigate such risk; or 

(B) Whether it believes that one or 
more of the requirements of this para-
graph are not applicable to its net-
work, in which case it shall provide a 
brief explanation of why it believes any 
such requirement does not apply. 

(d) Other matters—(1) Initial reliability 
certification. One year after October 15, 
2014, a certifying official of every cov-
ered 911 service provider shall certify 
to the Commission that it has made 
substantial progress toward meeting 
the standards of the annual reliability 
certification described in paragraph (c) 
of this section. Substantial progress in 
each element of the certification shall 
be defined as compliance with stand-
ards of the full certification in at least 
50 percent of the covered 911 service 
provider’s critical 911 circuits, central 
offices that directly serve PSAPs, and 
independently monitored 911 service 
areas. 

(2) Confidential treatment. (i) The fact 
of filing or not filing an annual reli-
ability certification or initial reli-
ability certification and the responses 
on the face of such certification forms 
shall not be treated as confidential. 

(ii) Information submitted with or in 
addition to such certifications shall be 
presumed confidential to the extent 
that it consists of descriptions and doc-
umentation of alternative measures to 
mitigate the risks of nonconformance 
with certification elements, informa-
tion detailing specific corrective ac-
tions taken with respect to certifi-
cation elements, or supplemental infor-
mation requested by the Commission 
or Bureau with respect to a certifi-
cation. 

(3) Record retention. A covered 911 
service provider shall retain records 
supporting the responses in a certifi-
cation for two years from the date of 
such certification, and shall make such 
records available to the Commission 
upon request. To the extent that a cov-
ered 911 service provider maintains 
records in electronic format, records 
supporting a certification hereunder 
shall be maintained and supplied in an 
electronic format. 

(i) With respect to diversity audits of 
critical 911 circuits, such records shall 
include, at a minimum, audit records 
separately addressing each such cir-
cuit, any internal report(s) generated 
as a result of such audits, records of ac-
tions taken pursuant to the audit re-
sults, and records regarding any alter-
native measures taken to mitigate the 
risk of critical 911 circuits that are not 
physically diverse. 

(ii) With respect to backup power at 
central offices, such records shall in-
clude, at a minimum, records regarding 
the nature and extent of backup power 
at each central office that directly 
serves a PSAP, testing and mainte-
nance records for backup power equip-
ment in each such central office, and 
records regarding any alternative 
measures taken to mitigate the risk of 
insufficient backup power. 

(iii) With respect to network moni-
toring, such records shall include, at a 
minimum, records of diversity audits 
of monitoring links, any internal re-
port(s) generated as a result of such au-
dits, records of actions taken pursuant 
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to the audit results, and records re-
garding any alternative measures 
taken to mitigate the risk of aggrega-
tion points and/or monitoring links 
that are not physically diverse. 

§ 9.20 Backup power obligations. 
(a) Covered service. For purposes of 

this section, a Covered Service is any 
facilities-based, fixed voice service of-
fered as residential service, including 
fixed applications of wireless service 
offered as a residential service, that is 
not line powered. 

(b) Obligations of providers of a Cov-
ered Service to offer backup power. Pro-
viders of a Covered Service shall, at the 
point of sale for a Covered Service, 
offer subscribers the option to purchase 
backup power for the Covered Service 
as follows: 

(1) Eight hours. Providers shall offer 
for sale at least one option with a min-
imum of eight hours of standby backup 
power. 

(2) Twenty-four hours. By February 13, 
2019, providers of a Covered Service 
shall offer for sale also at least one op-
tion that provides a minimum of twen-
ty-four hours of standby backup power. 

(3) Options. At the provider’s discre-
tion, the options in paragraphs (b)(1) 
and (2) of this section may be either: 

(i) A complete solution including bat-
tery or other power source; or 

(ii) Installation by the provider of a 
component that accepts or enables the 
use of a battery or other backup power 
source that the subscriber obtains sep-
arately. If the provider does not offer a 
complete solution, the provider shall 
install a compatible battery or other 
power source if the subscriber makes it 
available at the time of installation 
and so requests. After service has been 
initiated, the provider may, but is not 
required to, offer to sell any such op-
tions directly to subscribers. 

(c) Backup power required. The backup 
power offered for purchase under para-
graph (b) of this section must include 
power for all provider-furnished equip-
ment and devices installed and oper-
ated on the customer premises that 
must remain powered in order for the 
service to provide 911 access. 

(d) Subscriber disclosure. (1) The pro-
vider of a Covered Service shall dis-
close to each new subscriber at the 

point of sale and to all subscribers to a 
Covered Service annually thereafter: 

(i) Capability of the service to accept 
backup power, and if so, the avail-
ability of at least one backup power so-
lution available directly from the pro-
vider, or after the initiation of service, 
available from either the provider or a 
third party. After the obligation to 
offer for purchase a solution for twen-
ty-four hours of standby backup power 
becomes effective, providers must dis-
close this information also for the 
twenty-four-hour solution; 

(ii) Service limitations with and 
without backup power; 

(iii) Purchase and replacement infor-
mation, including cost; 

(iv) Expected backup power duration; 
(v) Proper usage and storage condi-

tions, including the impact on duration 
of failing to adhere to proper usage and 
storage; 

(vi) Subscriber backup power self- 
testing and -monitoring instructions; 
and 

(vii) Backup power warranty details, 
if any. 

(2) Disclosure reasonably calculated 
to reach each subscriber. A provider of 
a Covered Service shall make disclo-
sures required by this rule in a manner 
reasonably calculated to reach indi-
vidual subscribers, with due consider-
ation for subscriber preferences. Infor-
mation posted on a provider’s public 
website and/or within a subscriber por-
tal accessed by logging through the 
provider’s website are not sufficient to 
comply with these requirements. 

(3) The disclosures required under 
this paragraph are in addition to, but 
may be combined with, any disclosures 
required under § 9.11(a)(5) and (b)(5). 

(e) Obligation with respect to existing 
subscribers. Providers are not obligated 
to offer for sale backup power options 
to or retrofit equipment for those who 
are subscribers as of the effective date 
listed in paragraph (f) of this section 
for the obligations in paragraph (b)(1) 
of this section, but shall provide such 
subscribers with the annual disclosures 
required by paragraph (d) of this sec-
tion. 

(f) Dates of obligations. (1) Except as 
noted in paragraphs (b)(2) and (f)(2) of 
this section, the obligations under 
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paragraph (b) of this section are in ef-
fect February 16, 2016, and the obliga-
tions under paragraph (d) of this sec-
tion are in effect August 5, 2016. 

(2) For a provider of a Covered Serv-
ice that (together with any entities 
under common control with such pro-
vider) has fewer than 100,000 domestic 
retail subscriber lines, the obligations 
in paragraph (b)(1) of this section are 
in effect August 11, 2016, the obliga-
tions in paragraph (b)(2) of this section 
are in effect as prescribed therein, and 
the obligations under paragraph (d) of 
this section are in effect February 1, 
2017. 

(g) Sunset date. The requirements of 
this section shall no longer be in effect 
as of September 1, 2025. 

PART 10—WIRELESS EMERGENCY 
ALERTS 

Subpart A—General Information 

Sec. 
10.1 Basis. 
10.2 Purpose. 
10.10 Definitions. 
10.11 WEA implementation timeline. 

Subpart B—Election to Participate in 
Wireless Emergency Alerts System 

10.210 WEA participation election proce-
dures. 

10.220 Withdrawal of election to participate 
in WEA. 

10.230 New CMS providers participating in 
WEA. 

10.240 Notification to new subscribers of 
non-participation in WEA. 

10.250 Notification to existing subscribers of 
non-participation in WEA. 

10.260 Timing of subscriber notification. 
10.270 Subscribers’ right to terminate sub-

scription. 
10.280 Subscribers’ right to opt out of WEA 

notifications. 

Subpart C—System architecture 

10.300 Alert aggregator. [Reserved] 
10.310 Federal alert gateway. [Reserved] 
10.320 Provider gateway requirements. 
10.330 Provider infrastructure requirements. 
10.340 Digital television transmission tow-

ers retransmission capability. 
10.350 WEA testing and proficiency training 

requirements. 

Subpart D—Alert message requirements 

10.400 Classification. 

10.410 Prioritization. 
10.420 Message elements. 
10.430 Character limit. 
10.441 Embedded references. 
10.450 Geographic targeting. 
10.460 Retransmission frequency. [Reserved] 
10.470 Roaming. 
10.480 Language support. 

Subpart E—Equipment requirements 

10.500 General requirements. 
10.510 Call preemption prohibition. 
10.520 Common audio attention signal. 
10.530 Common vibration cadence. 
10.540 Attestation requirement. [Reserved] 

AUTHORITY: 47 U.S.C. 151, 154(i) and (o), 201, 
303(r), 403, and 606; sections 602(a), (b), (c), (f), 
603, 604 and 606 of Pub. L. 109–347, 120 Stat. 
1884. 

SOURCE: 73 FR 43117, July 24, 2008, unless 
otherwise noted. 

Subpart A—General Information 

§ 10.1 Basis. 
The rules in this part are issued pur-

suant to the authority contained in the 
Warning, Alert, and Response Network 
Act, Title VI of the Security and Ac-
countability for Every Port Act of 2006, 
Public Law 109–347, Titles I through III 
of the Communications Act of 1934, as 
amended, and Executive Order 13407 of 
June 26, 2006, Public Alert and Warning 
System, 71 FR 36975, June 26, 2006. 

§ 10.2 Purpose. 
The rules in this part establish the 

requirements for participation in the 
voluntary Wireless Emergency Alerts 
system. 

[78 FR 16807, Mar. 19, 2013] 

§ 10.10 Definitions. 
(a) Alert Message. An Alert Message is 

a message that is intended to provide 
the recipient information regarding an 
emergency, and that meets the require-
ments for transmission by a Partici-
pating Commercial Mobile Service Pro-
vider under this part. 

(b) Common Alerting Protocol. The 
Common Alerting Protocol (CAP) re-
fers to Organization for the Advance-
ment of Structured Information Stand-
ards (OASIS) Standard CAP–V1.1, Octo-
ber 2005 (available at http://www.oasis- 
open.org/specs/index.php#capv1.1), or any 
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